	CMS RFP QUESTIONS AND ANSWERS


	GENERAL QUESTIONS

	NO.
	SEC.
	QUESTION
	ANSWER


	1.
	
	Will the County consider a hosted solution? 


	Yes. 

	2.
	
	Funding:

(1) Has funding been approved for this project and a budget set? If so, what is the budget?

(2) Has the funding for this project been approved, if so, what is the amount and source of the funding? Please identify any price ceiling or not-to-exceed amount. What weight does price have in the overall evaluation?

	Funding has been approved. Additional funding may be requested as needed. The County is not releasing additional information regarding the budget; the objective is to select the best possible product where cost is only one consideration.

	3.
	Page 1
	Ten Electronic Copies: 

How would you like to receive the 10 electronic copies (all on one CD)?


	Proposals should be packaged so that 10 individual persons can receive their own separate items (hard copy, CD, etc.).

	4.
	Page 6
	Integrated Criminal Justice Information System: 

Please describe this system, e.g. technologies and standards utilized, who is building it, general specifications and timelines? How will these 2 projects interface/intersect?


	The CJIS project involves the implementation of a Microsoft Biztalk-based middleware environment that will be used to integrate the data of multiple law and justice business systems. In addition, a new Criminal Justice Web Portal will be developed that is inquiry only allowing for the query and retrieval of criminal data. The new Probation Case Management System is expected to be able to send data to the middleware environment based on event driven data publications using web services or data extract files.  Biztalk will monitor locations for files and/or web services. When data exists, Biztalk will import/subscribe the data, transform the data, and send the data where appropriate.



	5.
	Page 9
	E-Mail/Groupware:

The RFP states that the county is standardized on Lotus Notes/Domino, yet there is scheduling and calendaring functionality identified in Attachment A. How does the department see the desired system functionality integrating/interfacing with Lotus Notes?


	The system should be able to integrate with Lotus Notes for sending email notifications and/or updating a user’s Lotus Notes calendar.

	6.
	Page 20
	Licenses: 

How many named user licenses does the county want to purchase at this time?


	The County anticipates that each member of the Probation Department will have access as a user of the system. Presently, the Probation Department consists of approximately 165 employees. 



	7.
	Page 20
	Warranty Implementation Services:        

Please describe what the county desires for the 12 month warranty on implementation services. Within the year, it is likely the county will want changes to the system (new field added, name change, modification of required fields, etc.). How is the vendor to provide a warranty on the initial implementation services if any such changes occur?


	A standard warranty should apply for the initial 12-month implementation period. In the event any modifications need to be made, the vendor and County can negotiate a change order to facilitate changes. 

	8.
	
	Is there is a requirement to manage any type of content (whether it be electronic or hard copy) into a repository?
	Content management is a lesser functional requirement of the case management system. The County is not seeking a separate and robust content management system as it currently owns one. Rather, a proposed case management system should incorporate this function so that various documents can be scanned and stored.  



	9.
	
	Third Party Users:

 Please identify other county agencies and private entities that you expect to use the system and a breakdown of the estimated number of users and their level of access (read/write, read/only).


	The County does not anticipate having any third party users.  

	10.
	
	Timeline:

What is the preferred time frame for project start and project completion/Go-Live?


	The County anticipates that the period in question, upon award of contract, will be September of 2007 to March of 2008. 

	11.
	
	Vendor Systems:

What probation case management systems has San Luis Obispo County previously viewed (also when and where) as part of a demonstration or presentation in the last two years?


	The County has viewed systems in use by other California probation agencies as part of an information-gathering effort. 

	12.
	
	Confidentiality: 

Vendor proposals may include confidential copyrighted materials/exhibits. Under what circumstances would vendor confidential & proprietary information be subject to disclosure? What are the San Luis Obispo County procedures for handling requests to disclose vendor confidential information including notification of the vendor and vendor appeal?


	When there are public requests for copies of proposals, the County notices vendors by mail that a request has been made. The vendor has 10 working days to respond if they do not wish to have information in the proposal released. Counsel for the County will discuss with counsel for the vendor what information may be released because of confidentiality or proprietary concerns. An agreed-to edited version will then be released.  

	13.
	
	Evaluation Committee: 

Please identify members of the Evaluation Committee by name, department, and position/title.


	The County is not disclosing this information.   

	14.
	
	Follow-up Questions:

Should vendors need to clarify the answers supplied by the County what is the procedure for asking follow-up questions?


	The County will allow follow-up questions to the inquiries addressed on this form only, in the same manner, up to 4:00pm PST, on October 6, 2006. 

	15.
	
	Is there a preference for a browser-based solution?


	A Windows-based application is preferred, however, browser-based solutions will be considered. 



	16.
	
	Are there any pre-dispositions or other preferences regarding the desired application architecture or application environment such as Microsoft .NET Framework, client-server, UNIX, etc.?


	The County has a large investment in Microsoft SQL Server, Microsoft Server 2003, Microsoft BizTalk, and Microsoft Active Directory.  Custom applications that are written by the County are written using the Microsoft .NET Framework. The County has limited experience in supporting UNIX. The County has very limited experience with non-Microsoft languages and architectures. The County has both thick client and thin client applications in production.



	17.
	
	Is there a plan to employ Office 2003? If so, when? Are there existing or planned Microsoft site licenses available?


	Microsoft Office 2003 is deployed within the County currently.  Microsoft Office 2003 is the County current recommended office automation solution.



	18.
	Page 6, 1.5.3
	Revenue Recovery: 

What is the current system used for Revenue Recovery? Is it the expectation of the County to purchase a single integrated case management/financial system or is the County willing to purchase two separate systems from separate vendors and interface the systems to meet its collections needs? How high a priority is the purchase of a single integrated system? Are there specific collection practices that need to be duplicated? What are the current collection practices in use today? How many collection officers are there?


	The Probation Department uses an in-house written custom application for handling revenue recovery (collections). We would prefer a fully integrated single sourced solution that includes the functionality of our current revenue recovery system.  

	19.
	Page 6, 1.5.4
	Ad Hoc Reporting Capabilities: 

What is the target audience for this function (end users, supervisors, etc.), what type of queries are expected to be run, and what level of training will these users possess


	The County anticipates that any user will be able to perform some form of ad hoc reporting inquiries if even at a basic level. Supervisors and certain legal clerks may perform more detailed inquiries. ITD staff will perform even more detailed inquiries. At the basic level, inquiries might include a report on the number of certain offenses added to a caseload in a specified period by gender. More detailed reports may include reporting on the number of juvenile offenders placed on formal probation in the course of a fiscal year including information on their gender, age, and community of residence. 



	20.
	Page 12, 6.2
	Scoring: 

The bottom of this page states: “The evaluation criteria are as follows:” however, no criteria is listed. Please provide the evaluation criteria and scoring system that will be used by the County


	The County will utilize an internal review committee. Each committee member will review each submitted proposal and assign an overall score to it. The overall scores will be totaled and then averaged for one composite score for each proposal. Each committee member will use a pre-set format by which to score proposals. It is not weighted. The format consists of a number of categories. Each committee member will score each category separately as part of the overall score. The categories subject to scoring review are: the four separate major functional requirements areas, the technical requirements, cost, vendor experience, vendor plan for implementation, and information provided by the vendor.  




	FUNCTIONAL REQUIREMENTS SECTION

	NO.
	SEC.
	QUESTION
	ANSWER


	1.
	1.1.10, 1.2.6
	Related Person Information, Related Cases or Subjects: 

Will the county provide the desired business rules for this requirement? Example: there is a co-defendant listed as John Smith on case A- how would you identify that the John Smith listed is related and not another John Smith?


	The system would largely depend on user input to discern possible matches for cases as described in these sections. For example, a user would input information on John Smith, to include possibly an address, date of birth, social security or driver’s license number, and FBI number. The system would identify any John Smith already existing and suggest that as a match for the related case. The user may have to have the ability to approve or disapprove of the suggestion. 



	2.
	1.1.15
	Duplicate Case or Person Identification Prevention and Correction: 

Can the county provide the process by which it is determined that a case is duplicative and how it would like to merge them? Would the merge delete all reference of the "duplicative" record?


	When a new identity matches and existing one on first and last name, DOB, and at least one other identifier such as drivers license, SSN, FBI number, CII number, etc, then they're generally considered to be the same person.  Under the current system, if there's a match on those attributes, but the operator creates a new person identity anyway, then a warning email is sent to a supervisor.

Our current system has a merge function where the operator can identify the "good" person ID number to be preserved and the "bad" ID number to be eliminated.  Either a selected case or all cases for the bad number are merged to the good number.  Once the "bad" number is de-linked from all cases, it is deleted from the database.


	3.
	1.1.17, 1.1.19
	Data Sharing, Unique Identifier:

All data sharing requirements need to be specified: sharing agency, data, 1 or 2 way sharing, interface requirements, technologies used in system, format/volume of data, etc. in order for us to provide a fixed price. Is the county going to provide this information, or are you interested in our describing our process for performing interfaces and our hourly rate?


	We need to know whether or not the proposed system can share data to/from dissimilar systems and how it is accomplished in most implementations. The process and hourly rate associated with this type of work is helpful.

	4.
	1.2.2
	Adult and Juvenile Cross Identifying: 

Can the county provide the business rules for this? For example, can any adult system user see juvenile data? Are unique identifiers generated in the CJIS Central name index so that it is know that the juvenile and adult are the same person?


	Any authorized system user will be able to view information on adult and juvenile probation cases. Presently, the central name index assigns a unique person identification number to any person entered into the system (see 1.1.19). This number remains with the offender and any cases associated with the offender. Probation case numbers don’t transfer between juvenile and adult cases (see 1.2.1). However, users can utilize independent information to discern whether one entry is the same as another or not (see answer to question 1). 

 

	5.
	1.3.15
	Handheld Device Interface: 

All specifications regarding the handheld interface must be detailed. Is the minimal functionality listed (contact information) what you would like costing on? What data is to be accessed from the case management system? Is all the data stored in the system, or is it also found in other departments? Is the connection synchronous in the field, or are officers coming back to the office and uploading information added since last connection?


	We need to know whether or not the proposed system can share data to/from handheld devices and how it is accomplished in most implementations. We anticipate all the data used on the handheld devices will be stored in and from the new case management system. The probation officers will synchronize when they get back to their office.

	6.
	1.4.1, 1.4.2
	Future Task Scheduling, Future Task Modifying: 

Please provide examples.


	An example of a future task is a sentencing hearing date set by the Court based on a conviction in a separate and previous hearing. The system should capture that scheduled hearing for probation users to view. Further, probation users should then be able to modify any other date related to that imported date. The Department would set internal timeframes for certain tasks to occur. For example, the Department would require a completed and signed sentencing hearing report to be on file with the court ten days ahead of the actual hearing. 

   

	7.
	1.5.9
	Map and Travel Directions: 

Is there a specific map service preferred?


	The Department is not requiring a specific map service. Any service employed should be reliable, current, easy to navigate, and which users can print from. 



	8.
	1.5.11
	Custody Status: 

Need interface requirements specified. What is the JMS being used in the county?


	BizTalk middleware will provide the custody status of those persons in the county jail in an XML format. The application will have to be able to display other custody status information (juvenile hall, camp, etc.) based on user input. 



	9.
	1.6.3
	Electronic Document Distribution:         

(1) Please specify how the documents are to be distributed via the middleware.

(2) Please elaborate on the middleware to be used and the circumstances where this would apply.  Does the County envision receiving documents from this interface (see 3.1.3 below) or merely distributing as the requirement suggests.

(3) What are the types of documents that may be electronically distributed to law and justice partners and what are the laws and local practices that would govern this process?


	(1) The user should be able to choose from a list of choices (dialog box) and select one or more choices from that list. 

(2) BizTalk. Presently, the County envisions distributing documents at this time, not receiving them. 

(3) Any document currently generated by the department (sentencing reports, juvenile petitions, case plans, etc.). Rules regarding privacy and confidentiality would apply. The process of distribution would mirror the process employed with paper documents. 

 

	10.
	1.6.5
	Electronic Signatures: 

What level of signature verification is necessary?


	The County desires the capability of utilizing electronic signatures mostly as a future capability should justice partners agree to accept them. In that context, vendors should interpret the term to be broad in nature. That is, any electronic signature should denote that a document has been reviewed, approved, or processed by any given person in the same manner as a paper document is handled presently. There is no immediate need for an application that can immediately authenticate a user signature. The County does not anticipate using this technology for contractual arrangements or with members of the public. Thus, the level of security and verification would fall short of something akin to digital signatures and would instead provide some reasonable assurance that a document has been appropriately handled (Government Paperwork Elimination Act definition). In any case, the application needs to consider Section 16.5 of the California Government Code. (Assembly Bill 1557, 1995 session.)



	11.
	1.6.6, 1.6.7
	Form Letters, Scanning: 

(1) What is meant by Laserfiche type file format? Does the compatibility with twain drivers meet this requirement?

(2) Please identify the County’s scanning vendor and system.


	Vendors may disregard any reference in the RFP to Laserfiche technology. Instead, the application should focus on the creation and use of form letters and scanning of documents with PDF and Microsoft Office formats. 

	12.
	1.7.3
	User Override: 

What are the business rules for allowing a user to override automatic case closures?


	The County needs to prevent automatic case closures where there is some intervening event. Individual users, principally sworn probation officers, are able to effect a modification in the system so that the case status is accurately reflected. Judicial actions and administrative processes may necessitate this occurring on occasion. For example, a user may need to override a case closing when that user knows there has been a judicial action that negates the closure. 



	13.
	2.1.3
	Personal Property: 

We provide an area in the application where personal property is stored. Is the county requiring that it be a template instead?


	No. The County is requiring that users in the juvenile hall have the ability to process personal property information in an efficient manner by utilizing whatever form of system technology that allows them to do so.  

	14.
	2.1.6
	Point System: 

(1) What is meant by automate? Are you looking for it to be an online mechanism to complete, or some broader type of automated process?

(2) Please provide a copy of the “point level system” used by institution staff.

	(1) Automation in this regard means the ability of users to create, change, view or delete this information from any access point while leaving an audit trail of such changes. 

(2) The RFP incorrectly lists this practice as a “point system” when it is actually a “level system.” The juvenile hall procedures for the level system are attached. 



	15.
	2.2.1, 2.2.2
	Mental Health Case Information, Medical Case Information:         

What are the specific functional requirements, including data to be captured/stored and security requirements?


	The need is for specified users (possibly nursing staff or certain correctional staff) to input information obtained from the initial health and mental health assessments (at the time of admission) and display that information in the application. Other users should be able to view that information from within and without the juvenile hall. Modifications to it should include an audit trail. Information contained here would include known allergies, specific medical conditions deserving attention, medications, and diet concerns. 



	16.
	2.2.9
	Room Checks via Handheld Devices:

(1) Once captured, how is the data to be uploaded to the system? Is any data re room checks "pushed" or accessible from the system to the handheld, e.g. notes, information from previous checks, etc.?

(2) Does the County currently use PDAs for conducting room checks?


	(1) Information captured in a handheld would have to be downloaded to the system after checks are done, either at user choice or at specified times. The system would also have to upload information to the handheld devices as room assignments are changed. 

(2) The County does not currently use handheld devices for this purpose. 

	17.
	4.3.4
	Transfer of Reports: 

Is the ability to send in Word, PDF formats via email sufficient, or is there some other type of transfer desired?


	The ability to send in Word and PDF formats is sufficient. The goal is to produce a process that is more efficient. 

	18.
	4.3.6
	Time Studies: 

How are the time studies captured in the system?


	Word or Excel templates. 

	19.
	1.1.17, 

1.1.19,

1.5.11,

1.8.1
	Data Sharing, Unique Identifier, Custody Status, Juvenile Court Calendar: 

Please elaborate on the platform and scope of data the County is currently or plans to exchange via this interface.  Is CJIS a vendor owned and managed solution or was/is it an ITD solution.


	CJIS is a Microsoft BizTalk middleware environment. It will be a County-owned and managed solution. 

	20.
	1.4.3
	Schedule Conflicts: 

Please elaborate on what the County means by  “resolve schedule conflicts.”


	The ability of the user to adjust schedules where two items overlap in the same space of time. The system should notify the user when a scheduled event conflicts with a previously scheduled event. 

  

	21.
	1.5.2
	Toll Time: 

Please expand on requirement for tolling time; in particular under what circumstances would tolling be used.  Must the tolling be fully automated and read only, or will users be able to modify the time (for example if they took lunch in the middle of completed an event that was being timed)


	Tolling time refers to the judicial action of extending a probation grant to account for any period(s) where a grant has been revoked. Principally, this would cover the time from when a bench warrant has been issued to the time when the warrant was executed and probation reinstated. If this period is 45 days, the tolled time to extend the grant would also be 45 days. The system should assist users in determining tolled timeframes. 



	22.
	1.5.5
	Treatment Referral Compliance: 

Please be more specific concerning the variety of treatment requirements or referrals that will be handled.


	The Department regularly tracks referrals to and compliance with a number of treatment programs including a Batterer’s Treatment Program, both Juvenile and Adult Drug Court Programs, and a Proposition 36 Drug Treatment Program. Attendance at these and other programs are an integral part of completing general probation requirements. Users should have the ability to enter, modify, and view up-to-date referral, attendance, and participation information. This information would principally take the form of important dates (starting and ending of program participation, when a referral was made, etc) as well as the ability to input notes for other viewers to access about the information. 



	23.
	3.1.3
	External Electronic Documents: 

(1) More information on the format of electronic documents needed.

(2) Please describe any/all/intended “electronic documents from outside sources”, their format, content, frequency, means of receipt, etc.


	(1) Fixed format text file. 

(2) Monthly FTB Action File and Payment File.  These are returns from our submissions to the California Franchise Tax Board's Court-Ordered Debt Collection unit.  Please contact them for documentation describing the interface.

	24.
	3.1.10
	Electronic Bank Statements: 

From what Bank or Banks does the County wish to receive electronic bank reconciliation?


	Vendors may disregard this requirement. 

	25.
	3.1.8
	Billing Statement Alphabetical Report: 

Who are the accountholders doing the billing?


	Accountholders are the responsible party for the account (debtor) and are principally defendants or parents in the case of juvenile offenders. 

	26.
	3.1.11, 3.1.12


	SAP Claims Interface, Pre-Claim Register: 

(1) Does SAP refer to the ERP system?

(2) Please describe the SAP Claims interface in more detail.


	(1) Yes 

(2) The SAP claims interface consists of two input files, one to add basic vendor data (both an Add and a Change transaction are sent with each batch) and the other to request printing and mailing of payment checks.  Attached are two text files containing COBOL record layouts (Attachment C: AER001 - EFS/SAP VENDOR ADD/CHANGE RECORD LAYOUT and Attachment D: AER002 - EFS/SAP OUTSIDE VENDOR PAYMENT TRANSACTION (FB01V).



	27.
	3.1.13
	Account Reconciliation: 

What do you mean by all accounts? Which type of accounts? General Ledger, Receivables, Payables?


	Responsible Party (Debtor) receivables and Victim disbursements.  

	28.
	3.2.5
	Electronic Receipts: 

What is the current method of collection? EFT or EDI? Are these web-based payments?


	The County does not currently utilize this function. The goal is to provide for future use. 

	29.
	3.2.13
	Different Cashiers in Same Register: 

How does the handover take place? Are the drawers replaced or does a balance off take place?


	A balance-off takes place. 

	30.
	3.2.17
	Payment Voiding: 

What type of payments are these and who are they to and from?


	This is principally for miskeys. That is, being able to void a payment when, for example, a payment of $50 is incorrectly recorded as $5. 

	31.
	3.3.9, 3.3.10, 3.3.11,  3.3.12


	Account Distribution Inquiry, Account Distribution by Court Category, Account Journal Inquiry, Victim Journal Inquiry: 

What do you mean by online? Displayed on screen, from a query or via the internet?


	Displayed on a screen.  An internal County user picks the desired collection account or victim from a list, then has the option to see a history of transactions against that entity, with running account balances, or a summary of amounts billed, paid and owed, either by distribution account or by summary categories of commonly used on reports to the Court.    

The Court summary categories are:  Restitution, Statutory Fine, Other Fines/Fees, and Probation Fees.  The distribution accounts, of which there are currently 71, break those categories down even further; for example:  restitution, 10% collection fee, attorney fees, batterer program fees, etc.



	32.
	3.3.16
	Authorization to Release Funds Report: 

Is this an interface requirement or a report requirement? Is it electronic communication or a readable output?


	It is a printed report showing disbursement requests to be interfaced to the County’s SAP accounting system in order to print restitution checks to victims.  It is a companion report to the interface, and is also used before the interface to spot errors and make corrections.



	33.
	3.3.24  
	Person Information: 

Just want to clarify that you mean redundant data entry and not redundant date entry.


	Correct, we meant redundant data entry.

	34.
	3.3.24, 3.3.26
	Person Information, County Vendor Numbers:  

Is this PIN a security code or an identification number?


	It is a unique identification number used to uniquely identify each person.

	35.
	3.3.43
	Victim Fund Distribution: 

What kind of account are you referring to here - General Ledger or Victim?


	This refers to accounts for individual victims owed restitution, not to a County fund.  The term “fund” here simply means “money”

	36.
	3.3.97
	Event Recording: 

What kind of events are you referring to? 


	This refers to a register or history of actions, updates, documents generated, and so on, for each collection account.

	37.
	1.2.1
	Probation Case Number: 

How does the term/concept “Probation Case Number” relate to a criminal court case and a docket number assigned by the court? Please explain the reasoning behind the current numbering system used by the probation department and why the department would not want a single personal identifier. What other personal identification numbers does the County use?


	Probation case numbers are assigned and controlled by the Probation Department, and serve principally an internal function. Any criminal court case number will be assigned externally by the Courts and for the Probation Department will serve essentially as an additional identifier. Docket numbers are also assigned externally by the Courts and related to specific individual court cases, not individuals. The County also utilizes identification numbers generated by the Federal Bureau of Investigation (FBI) and the California Identification Index (CII), and any other such numbers issued by courts, criminal justice or welfare agencies, or grant-issuing organizations. The Department manages adult and juvenile cases separately in all respects and having separate probation case numbers allows the Department to manage case sealing and purges more effectively.  

 

	38.
	1.2.5.
	Transfer of Cases: 

What is the “local standard” used to transfer cases from one officer to another?


	Cases are transferred to officers by a supervisor based on type of offense, area of residence, level of risk, and other considerations. The current system will associate a case with an officer in a display screen. Individual officers have caseload numbers assigned to them that allow for viewing of certain caseload characteristics. Supervisors transfer cases by using the caseload number. Additionally, the revenue recovery system notes assigned officers for a case.   



	39.
	1.2.12.
	Summaries: 

What are the “predefined attributes” for which summaries and a financial snapshot would be generated and/or displayed?


	A quick view summary of criminal histories would include basic information on an offender’s criminal history as captured by previously inputted information. For example, a user should be able to adjust settings to allow a view of any violent offenses, prior prison terms, victim contact restrictions, or similar important case information. Additionally, they should be able to view basic financial information in the same fashion. A snapshot in this regard would include amount ordered, amount paid, date of last payment, and amount of monthly payments. To some degree, users should be able to set what information they can view in a quick view format.  



	40.
	1.5.7.
	Evidence Information: 

Please explain and provide examples as to the types of information regarding evidence collection (including the various subject areas) the County is seeking the system to record.


	A section devoted to evidence information should consist of those subject areas most commonly associated with probation or police work. Pertinent subject areas include the name of the subject, location where the evidence was collected, date and time of collection, the person who collected it, and others present. Chain of custody and disposition information is also important (if item is returned, destroyed, or turned over to another party, such as a relative of an offender or a police agency). There should also be a free form ability to describe evidence in detail, as well as drop-down boxes from which to choose more common types of evidence.  

   

	42.
	2.1.7.
	Grievance Procedures: 

Please provide a copy of the current grievance procedure and forms you seek to automate and identify the users who should receive automatic notification.


	The procedure as detailed in the Rule Book for the juvenile hall is: 

“Minors wishing to express complaints, concerns or disagreements regarding a consequence they have received from the staff use a Due Process/Grievance form. If you receive a consequence (Reflection Time), or have a complaint, you have the right to speak to the Shift Leader/Supervisor.  Juvenile Hall uses a form called, “A Minor’s Request for Due Process”.  At your request, a Grievance will be issued to you upon request allowing enough time for the staff on duty to make all attempts to resolve the grievance prior to the conclusion of their shifts. Level reductions may not be grieved.

A Grievance is a form that allows you to describe the incident in your own words, including what you disagree with, and explain what you want to be done differently.  At their earliest convenience, the on-duty JSOIII/Supervisor will discuss and review the situation with you.” 

The form used for this purpose is attached as a separate PDF file. The County anticipates being able to scan the form and have it viewable by users after a juvenile offender has completed it. 

Vendors may disregard the requirement for this information to be automatically sent to certain users as a notification. Instead, the application should allow for this information to be stored so that any user could view the grievance form. Additionally, there should be a free text field available for users to detail any action taken on a specific grievance. Grievances filed in this fashion should automatically associate with the broader case information under a detained juveniles name. Additionally, grievances should be stored in a dedicated section of the application so that users can select specific grievance information (such as from a drop-down list). 



	43.
	2.3.1.
	Automatic Notification of Release: 

Please identify the type of users who would receive an automatic notification of a release from custody.


	At a minimum the officer responsible for the case in question and that person’s immediate supervisor will need to be noticed, as well as any supervisory personnel at the juvenile hall as deemed necessary. The ability to add or delete persons requiring notice in all or single cases is important. 

  

	45.
	3.1.12.
	Pre-Claim Register: 

Please describe your use of “Pre-claim register” in more detail


	See question 32.  This is the same as the Authorization to Release Funds Report, a preview of vendor restitution checks to be printed by the County Auditor’s department.



	46.
	3.2.3.
	Cash Receipts Summary Report:

Please define and explain “CCP” and “non-CCP”


	CCP refers to the Comprehensive Collection Program, which is defined by California state law.  It allows the Probation department to withhold additional fees for hard-to-collect accounts, which is determined by a status date on the account record.  The Revenue Recovery system must track the proportion of hard-to-collect accounts in each caseload, and summarize it on a monthly report used by the accounting staff to adjust payments to the State.



	47.
	3.3.5., 3.3.6.
	Account Related Data, Account Types: 

The reference to “Account” in these sections is possibly different than those of sections 3.3.9, 3.3.10, 3.3.11,and 3.3.15. Please confirm or refute and supply a more individual definition of “Account” in these contexts.


	The term has the same meaning throughout.  For “account” please read “collection account”; it refers to an individual debtor’s summary account record, not to a general ledger or other type of account.  Sorry for the confusion.

The revenue recovery module must handle a variety of account types, including a defendant’s obligation to pay court-ordered fines, fees and restitution; a parent’s obligation to pay billing for juvenile living expense; and so on.



	48.
	4.2.1.
	Electronic Reporting: 

Please identify and or provide copies of the specific reports for which electronic reporting is sought. How are these reports currently provided?


	The FC23 form located in the provided Zip file of forms is an example of a report that is submitted to an external agency each month. It is completed internally and then sent by e-mail attachment to the State agency responsible for collecting the information. 



	49.
	4.3.4.
	Transfer of Reports: 

Please provide an explanation of the types of reports and the current transfer process as well as how the County envisions this process occurring in the new system.


	This refers principally to reports prepared for Court examination for sentencing, detention, or other hearings. The County is seeking an easy, efficient method for reports to be shared between one user and another to expedite the process of editing and modifying reports. A system should provide a means to facilitate this process as expeditiously as possible so that reports can be sent, received, modified, updated, and returned to and from users.  




	TECHNICAL REQUIREMENTS SECTION

	NO.
	SEC.
	QUESTION
	ANSWER


	1.
	1.1.1
	Data Population – Handhelds: 

(1) Regarding the following requirements, can you provide more information on the current iPaq 4150 application? 

Provide data population for handheld electronic route book. Electronic route book is running on an iPaq 4150 

with an application written in  .Net framework for iPaq.

(2) Is the developer who created the application available to the vendor for questions, etc.? What data needs to be interfaced between the applications?

(3) Please identify the types of information currently maintained on the iPaq “route book” application.


	(1) The iPaq application is called the Handheld Electronic Route Book (HERB) and is a custom written application. For the new Probation CMS to provide data population for HERB running on the iPaq 4150, the vendor should propose a data interface strategy using, in order of preference, (1) webservices, (2) populate a SQL database of event driven changes, (3) XML File of data per specified case load, (4) or other data file format per specified case load (excel, ascii, etc.). We are open to all interface ideas that vendor may offer.



	2.
	1.1.2
	Synchronization – iPaqs:

(1) Regarding the following requirements, can you provide more information on the current iPaq 4150 application? 

Provide data synchronization with iPaq interface MS SQL Server 2000 staging platform used to populate above noted iPaq 4150, provide statistical reports, and produce DNA letters.

(2) How would the county like the data synchronized?

(3) What are the statistical reports that would be generated using the iPaq and how will this information be used? How will the DNA letter be generated and used with the iPaq?

	Synchronization refers to the need for a two way integration between the HERB database and the new CMS database. Attached is an example database schema in Microsoft Access format. The LPPC.mdb and LPPCControl.mdb are schemas for data that is received by HERB on the iPaq.  The LPPCTablemods.mdb is a schema for the data that is sent by HERB to the target CMS.  


	3.
	
	You state that the Microsoft’s SQL Server and IBM’s DB2 are the two Information Technology Department supported enterprise-level databases. Will you consider an Oracle solution as a response to this proposal?
	The County does not currently administer any Oracle databases. This does not preclude a vendor from offering an Oracle database. 

	4.
	1.1.3
	Data Conversion: 

(1) For a fixed price for data conversion, we need to know the data, volumes, formats, etc. for all data. Is the county going to provide this information and sample data, or is it sufficient for the vendor to describe our approach to conversion and the hourly rate?

(2) To provide a quote for conversion services please provide the following information for each data source: 1) a data sample for each table, the sample to include all relevant data fields that require conversion and identification of the table keys, 2) a detailed description including a data dictionary, 3) a count of the estimated number of records from each table for each data source.


	The County is requesting that vendors describe their approach to data conversion and any cost estimates they can provide commensurate with their approach. Where possible, cost estimates should address any possible variations based on the absence of specific technological information. For example, provide upper and lower estimates based on prior experience. The County is not presently able to provide the detailed specifications vendors may need in arriving at a fixed rate.    

 

	5.
	1.1.4
	Data Exchange: 

(1) Please provide information on the county middleware platform.

(2) To provide a quote for interface services please provide the following information for each of the requested interfaces, 1) provide the number, types, and description of the individual data fields to be exchanged and the direction of the data exchange, 2) provide the business rules that will govern the interface, 3) specify whether the requested interface is for a real time or batch exchange, 4) identify the “owner” of the system and indicate if they have provided permission for the interface, 5) identify who will provide technical assistance to the vendor and at what level, and 6) describe any limitations or complicating factors that would affect creating the requested interface.


	Data exchanges will have to be negotiated in a contract. The County prefers the vendor have experience with XML and GJXDM specifically. Vendors should describe interface services available and hourly rates. The County is not in a position to provide a detailed response regarding this subject as the characteristics of interfacing systems are not now known. The County is anticipating that vendors will demonstrate a willingness and ability to expose data via XML interfaces in  ways not yet defined.           

	6.
	1.1.5
	Platform Certifications: 

Is it a requirement that the system be certified by Microsoft, or demonstrated to be successfully utilized on the platform?


	The vendor must certify that their proposed software will run on Microsoft servers. There is no need for Microsoft to provide certification.

	7.
	1.1.24
	Performance: 

Are there any other performance requirements other than those specified in 1.3.8?


	Generation of reports and documents should happen “reasonably quickly”.  We realize this is subjective.  Our hope is that individual letters, court reports, and so on will be require less than one minute to generate; five minutes per document would certainly be unacceptable.  Operating reports, such as those needed for monthly billing statements, daily deposits, restitution check interface, and so on, should take minutes, not hours, to compile.



	8.
	1.3.9, 1.4.18
	Field Names, New Fields: 

Will the county provide the business rules for users ability to change the field names and add a new table field at any time? Who has these rights, how is this to be incorporated in reports, how is business logic to be addressed in these circumstances, etc.


	Our hope is for a feature that allows some tailoring of additional fields in the database, and renaming of existing fields on screens and reports.  This capability should be limited to a very few specially trained system administrators.

	9.
	1.4.13
	Report Writers: 

Is this (crystal reports) a requirement? We use an alternative.


	This is not a requirement. 



	10.
	1.5.5
	Backup: 

Is the vendor managing back-ups and media? Unless we choose and manage the system and media, how are we to ensure storage ability for 5 years?


	Assuming the system is hosted County servers, the County would be responsible for backups and storage duration.

	11.
	1.6.9
	Record Sealing: 

Will the county provide the business rules for expunging records? How is the county currently expunging records and maintaining the data for statistical purposes? 


	Vendors may reference Welfare and Institutions Code Section 781 for general considerations regarding record sealing. The County currently deletes information pursuant to a sealing order by accessing separate screens on the mainframe system. The amount of screens that have to be accessed will vary depending on the case. User access to this function is limited and generally restricted. The County notes how many sealing requests are made (based on an application and fee payment) and how many are actually approved by the Court. The County will need to be able to access general case information after sealing for statistical purposes. An application should be able to store that case information (charges, adjudications, demographic information, etc.) without any reference to the actual offender. 

    

	12.
	1.3.15 (Functional Requirement), 2.2.9
	Handheld Device Interface, Room Checks via Handheld Device: 

Please clarify the functionality of the PDA interface.  Please indicate whether the user will have real time wireless access to the server from the PDA or must the PDA be able to store information for offline use. Is it expected that users will be able to add and or edit probation data on the PDA to be synchronized later or will the data be read only. Aside from the room checks described in 2.2.9., what other uses does the County envision for the PDA’s


	The County principally uses PDA’s to record contacts made by officers in field settings. They are used to document such things as searches, chemical test collection, conversations, or attempted contacts. Much of the information is recorded by use of pre-set choices in dialog boxes, while other information can be recorded in free-form text. The County also uses PDAs to store caseload information downloaded from the mainframe system. This is generally limited to an individual officer’s caseload but may include several caseloads for a supervisor. Presently, there is no wireless technology capability. Caseload information on the PDA cannot be updated without synchronization with the mainframe system. Information entered on the PDA by officers in the field has to be uplinked to the mainframe upon return to the office. The County anticipates that with a new application, users will be able to perform any task on a PDA that they may perform on a desktop (technological limitations notwithstanding).                                                                                                

   

	13.
	1.4.12
	E-Mail: 

Does the provided application need to interface with Lotus Notes?


	Not necessarily.  Some current applications place a text file in a designated folder where a Notes agent picks up anything new periodically.  The vendor would have to tailor such text files according to our (very simple) interface requirements.



	14.
	1.2.1.
	Security Measures: 

Please provide a copy of the "Security Standards for the San Luis Obispo County Data Network."


	Vendors may disregard the reference to “Security Standards for the San Luis Obispo County Data Network.” Vendors should indicate if their software has been tested to insure no Cross-site scripting, SQL injection, or directory traversal attacks can be mounted through it. 



	15.
	1.2.2.
	Prevent Electronic Signature Adulteration: 

Please provide the “locally defined business rules” that will govern electronic signatures.


	This is not presently a function being used in the County. Please see answer #10 regarding Section 1.6.5 above. The business rules associated with such a feature would mirror those practices presently used for paper submissions. 



	16.
	1.4.9.
	Document Imaging Interface:

What Document Imaging Software does the County currently use?


	Kofax in conjunction with Hummingbird. 

	17.
	1.6.5.
	Web Services: 

Please provide a copy of the county portal standards.


	Vendors may disregard the sentence “must conform to county portal standards.” Vendors should indicate if their software is web-service compatible, i.e., publish and subscribe (create and consume) web services. 



	18.
	1.7.1.
	Support: 

In this section and several others (e.g. 1.2.11) reference is made to the vendor supporting the operating system and database, however, in the RFP (p. 9, 13) the County states it currently supports existing databases and will purchase required hardware and operating systems. Are vendors in fact being asked to support the servers, operating system, and associated software including the back end database? Are vendors being asked to purchase and cost the back end database? Please provide additional information on the roles and responsibilities the County envisions in this area and for which vendors are specifically being asked to provide as part of this RFP.


	Vendors should specify, not price, the server side hardware, operating system, and database software necessary to properly run their proposed software solution.  Vendors do not need to quote server side hardware, operating system, and database support costs.

	19.
	1.7.2.
	County Use and Security Policy: 

Please provide a copy of the County’s standard use policy and security


	Attached.


ATTACHMENTS

Attachment A: Juvenile Hall Level System

CLASSIFICATION

All minors at Juvenile Hall are classified into five levels. Each level can also have an additional category attached:

M--Modified Program

R—Restricted Status

Each of these has certain limitations to them, and is based upon your charge (current or past) as well as your behavior at Juvenile Hall. Any of these statuses may be changes during the time you are at Juvenile Hall

LEVEL SYSTEM

Level I

If the minor does not require urgent medical care and is not in need of substance detoxification AND-minor has just been booked in and is in need of a period of observation and assessment OR-minor has received an incident report; he/she will be placed on level I. Minor does not participate in regular program and will be offered all of the following: bed and bedding, daily shower, access to bathroom facilities, personal hygiene items and clean clothing; full nutrition; contact with parent and attorney; exercise (one hour out with the general population, unless supervisor specifies otherwise); medical services and counseling; religious services; the right to send and receive mail; educational materials; a combination of books and magazines that equal no more than 4 and 1 bible; cloth nerf ball is distributed to a minor when booked in unless minors is combative, under the influence of alcohol/drugs or is non-compliant; lights out at 9:30pm.

Level II

Minors may be advanced from level I to level II after 24 hours on level I. Minors on level III may also be reduced to level II for violating a Juvenile Hall rule. A minor on level II gets all the level I rights and can have the following items in room: letters that are kept in a folder; meals are eaten in their room; out of your room during school and afternoon activity time and in your room in the evening. Dinner-bedtime. Lights out at 9:30.

Level III 

Minors on level III have met basic behavioral expectations while on level II for at least two days. EXPECTATED BEHAVIORS-Throughout the day: bed is made with few wrinkles; clothing in room is folded; communicates in a respectful manner; gets along with others; requires no more than average amount of supervision; participates in all regular program activities; does little complaining; responds positively to staff instructions; does work as required; follows safety directives; clothing worn properly and neatly; hygiene and grooming acceptable. Level III minors get-all level II rights; meals eaten at the dining table with other minors; out for school and activity time during the day and evenings; 9:00 pm lights in your room turned off at 9:30 pm; kitchen duty if eligible. Minors on level III for at least seven days and have exceeded all expected behavior, may be advanced to level IV.

Level IV

Expected behaviors: All level III behaviors, plus: throughout the day, clothing in room neatly folded, bed is neatly made, floor in room clean papers and books, walls in room clear of dirt and marks; follows all staff directions; follows all Juvenile Hall rules; actively participates in available programs; stays in assigned areas; is courteous and respectful to ALL others; assists staff in programs; displays positive influence on peers; maintains Juvenile Hall property well; is punctual; handles all disagreements with staff maturely and courteously; does work assignments well; volunteers for duties; clothing is neat and fits properly; hygiene and grooming done as required; all hygiene applied in bathrooms only; does all school work, raises hand, turns in work; cooperative and helpful in school; actively participates in PE, shows effort and follows teacher directions promptly. Level IV minors get: all the level III rights: level IV/V peer party attendance; one 5-minute non-collect call per day to a family member (to be dialed by staff); 9:30 pm lights out on weeknights and 10:00 pm on weekends; radio on in your room until lights out; pair of upgraded shoes while on level IV.

Level V

Minors on level 4 for at least 7 days AND have generally shown outstanding behavior and attitude may be advanced to level V. Expected behaviors-All level IV behaviors, plus shows pride in room; complies with ALL room rules and regulations; volunteers for extra chores; uses proper and respectful language; displays positive leadership, only takes 5 minutes for morning hygiene; takes responsibility for own behaviors; does an excellent and thorough job on chores and work assignments; shows pride in his/her work; requires little supervision in kitchen or during other work assignments and chores; always uses hygiene tray when offered; cares about appearance; hygiene tray always neat, clean and organized; leaves bathroom in order; role model for other students in school; group leader for PE; asks for and completes extra credit assignments and self-directed in school. Level V minors get: all level IV rights; allowed to choose one of the Juvenile Hall meals for the week (from approved list); nerf basketball and hoop; minors may wear their own clothes immediately (with staff discretion of the JSOIII or Supervisor); minor will receive 2 pairs of pants, 2 tops, 7 pairs of underwear and 6 pairs of socks-after maintaining a level V for two weeks; may keep upgraded shoes.

Time Frames

Assessment/reassessment intervals for level promotion: Situation: new booking or incident report where charges are not filed. Level I: every 24 hours; Level II: every 48 hours; Level III: every 7 days and level IV: every 7 days. Situation: Incident report where charges ARE filed. Level I: up to 72 hours; Level II: every 5 days; Level III: every 7 days; Level IV: every 7 days.

NOTE: Any Juvenile Services Officer may, at any time, place a minor on Level I due to an incident report behavior. Minors remain on Level I until the shift leader determines they are appropriate to move to Level II. Decisions about placing a minor on a 1:1 program and taking a minor off a 1:1 program are to be made by supervisors only. Minors must remain on Level I while they are on a 1:1 program.

“R” and “M” Designation

Minors who pose a safety or security risk at the Juvenile Hall will be given an “R” status, regardless of their level. Examples would include (but are not limited to) being hostile or uncooperative, being a flight risk, having severe charges, needing restraints for court, or being on a 1:1 program. Minors who require a program modification that is not safety or security related will be given an “M” status regardless of their level. Examples would include (but are not limited to) being on a suicide protocol, “no roommate” status, “no kitchen” status, food allergies, or suspension of a level privilege (such as eating up). Only supervisors may place a minor on “R” or “M” status and only supervisors may take minors off of “R” or “M” status.

CHRONOS

Each minor’s behavior will be tracked in a chronological log (Chronos). Chronos are to be done for each minor at the end of both day and swing shifts. First shift staff should also log any notable behaviors occurring during their shift. Information to be logged includes behavior in school, in groups, around personal hygiene, in the kitchen, and around chores, as well as any other noteworthy positive or negative behaviors (e.g., setting a good example, ignoring someone’s teasing, getting a timeout). Additionally, all rule violations are to be logged into the minor’s chrono, rather than on a separate form. Incident reports should also be documented in the chronos. Chronos are the hard data that will be used to determine whether a minor earns or loses a level and are to be brought to the afternoon shift changes for review.

MOVING UP A LEVEL

Moving from a level I to a level II: Once a minor on a level I is assessed by the shift leader and determined not to pose a safety or security risk, the minor is promoted to level II immediately. If, on the other hand, the minor is still a safety or security risk at that time, the minor’s status on level I is reassessed at a later time. Assessment while on level I is to take place at least once every 24 hours, or within the time specified by the shift leader (not to exceed 72 hours) if the minor is on level I due to behavior for which charges were filed. 

MOVING UP TO ALL OTHER LEVELS

Once a minor has met the time requirements for the next level, and then at regular intervals after that, the minor’s chronos are reviewed at the afternoon shift meeting. Staff will use a Level Tracking Sheet to determine who is due for level review that day. If the afternoon shift change team determines that the minor has met the behavioral requirements to advance to the next level, he/she is promoted at that time. The ranking member of the afternoon shift change will make final decisions about level promotion or demotion. 

MOVING DOWN LEVELS

Moving down to level I: any minor who receives a behavioral incident report will immediately be dropped to a level I. Reflection time may not result in level reductions. If, during any afternoon shift change meeting, it is determined that a minor on level III or higher has clearly and continually failed to meet the general behavioral requirements for his/her current level, the minor may be dropped one level at that time. These decisions should be based on objective data from the chronos. The ranking member of the afternoon shift change will make final decisions about level promotion or demotion. Minors may not be dropped a level at any other time, except in the case of an incident report. If a minor is on level II, he/she may not be dropped to a level I unless the minor has received and incident report.

MAINTAINING A LEVEL

If, after review of a minor’s chronos at the afternoon shift change, staff feel that a minor is meeting the expectations of his/her current level but does not meet the behavioral expectations of the next level up, then the minor will remain on his/her current level and will be assessed for level promotion after the appropriate interval of time has passed. This does not apply for promotion from level I to level II.

ROMMATES AND LEVEL RIGHTS

When two minors are roommates and are at different levels, both minors are allowed only the rights of the lower level while in their room. For example, if a level IV minor is rooming with a level III minor, the minors cannot have the radio on until bedtime (a level IV privilege, but not a level III privilege). 

Attachment B: Online Privacy, Security and Conditions of Use Policy 

In the State of California, laws exist to ensure that government is open and that the public has a right to access appropriate records and information possessed by County government. At the same time, there are exceptions to the public's right to access public records provided by County, State and Federal laws. These exceptions include the privacy of individuals. Information collected at this site becomes public record and may be subject to inspection and copying by the public, unless an exception in law exists. 

During your visit to the San Luis Obispo County web site, non-personal information, that is, information that does not identify you personally, may be automatically collected and stored.  In addition, you may voluntarily provide personal information in the form of an email, submission of a web form, using an online service, or completion of a survey. 

This policy addresses the collection, use, security of, and access to information that may be obtained through use of San Luis Obispo County’s web site. It is provided for informational purposes only. The information presented here is not meant to be a contract of any type, either express or implied, and should not be treated as such by site visitors. The information in this statement or policies described may change at any time without prior notice. 

For information pertaining to health-related privacy issues, please see the HIPAA policy at this link: Public Health HIPAA Compliance Policy.

Information Collected If You Only Browse This Site 

If you do nothing during your visit to the San Luis Obispo County Web site but browse, read pages, or download information, we may automatically gather and store information about your visit. This information does not identify you personally. The information we automatically collect or store may be used to improve the content of our web service and to help us understand how people are using our service. San Luis Obispo County analyzes our web site logs to continually improve the value of the materials available on our site. Our web site logs are not personally identifiable, and we make no attempt to link them with the individuals who browse the San Luis Obispo County web site. 

We may automatically collect and store the following information about your visit to the site:

1.
The Internet Protocol (IP) address and domain name used. This address does not include your email address. The Internet Protocol address is a number assigned either to your Internet service provider or directly to your computer. 

2.
The type of browser and operating system you used and your connection speed.

3.
The date and time you visited this site.

4.
The web pages or service you accessed at this site.

5.
The web site you visited prior to coming to our web site in order to evaluate which links led you to our web site.

What We Collect If You Volunteer Information

If, during your visit to the San Luis Obispo County web site, you participate in a survey, fill in and send an online form, or send an email, the following additional information will be collected: 

1.
The email address and contents of the email if you communicate with us via email.

2.
The information you voluntarily provided in response to a survey.

3.
The information you voluntarily provided through an online form.

4.
The information you voluntarily provided by participating in an online transaction or service with the County.

The information collected may not be limited to text characters and may include audio, video, and graphic information formats you send to us. This information is retained in accordance with San Luis Obispo County rules and regulations.

We may use your email address to respond to you, address issues you identify, further improve our web site, or we may forward the email to another agency for appropriate action. Information gathered on forms and surveys is used for the purpose indicated on the form or survey at the time that you complete and submit it.

The information which you provide to us voluntarily will not be shared or distributed to entities outside San Luis Obispo County without your written permission, except as required to investigate possible violations of Section 502 of the Penal Code or as authorized under the Information Practices Act of 1977 (Title 1.8 (commencing with Section 1798) of Part 4 of Division 3 of the Civil Code). Nothing in this subdivision shall be construed to prohibit a county agency from distributing electronically collected personal information to another county agency or to a public law enforcement organization in any case where the security of a network operated by a county agency and exposed directly to the Internet has been, or is suspected of having been, breached.

Unauthorized attempts to upload information, change information on this site, or cause disruption of service are strictly prohibited and may be punishable under the U.S. Computer Fraud and Abuse Act (CFAA) and the National Information Infrastructure Protection Act. 

Personal Information and Choice 

"Personal information" is information about an individual that is readily identifiable of that specific individual. Personal information includes personal identifiers such as an individual's name, address, and telephone number. A domain name or Internet Protocol address is not considered personal information. 

We do not collect personal information about you unless you voluntarily provide it to us by sending us email, participating in a survey, completing an online form, or engaging in an online transaction or service. You may choose not to contact us by email, participate in a survey, complete an online form, or engage in an online transaction. However, some information or functionality available on this site may require that you sign-up for a login account. This login account consists of a username and a password. Your decision not to participate in an account sign-up will not impair your ability to browse, read, or download information provided on the site. 

If personal information is requested on the web site or volunteered by the user, County rules and regulations, the State's Information Practices Act of 1977 or the Federal Privacy Act of 1974 may protect it. However, this information is a public record once you provide it and may be subject to public inspection and copying if not protected by above-mentioned legal references.  

Users are cautioned that the collection of personal information requested from or volunteered by children on-line or by email will be treated the same as information given by an adult and may be subject to public access. 

Public Disclosure 

In the State of California, laws exist to ensure that government is open and that the public has a right to access appropriate records and information possessed by County government. At the same time, there are exceptions to the public's right to access public records that serve various needs including the records relating to the privacy of individuals.  Exceptions are provided by County, State and Federal laws. 

We strive to protect personally identifiable information by collecting only information necessary to deliver our services. All information that may be collected at this site becomes a public record that may be subject to inspection and copying by the public, unless a legal exception, exclusion or exemption exists. 

In the event of a conflict between this Privacy Notice and any federal statutes, federal regulations, the California constitution, a California statute, a California Code of Regulations section, a San Luis Obispo County ordinance or County subject specific policy, the latter will prevail. Nothing in this Privacy Notice is intended to infringe on any privacy right based on statute, regulation or policy. Nothing in this Privacy Notice is intended to create a new right of privacy or to give any user any cause of action against the County of San Luis Obispo.

Review and Correction of Personal Information 

You may review any personal information we collect about you. You may recommend changes to your personal information you believe in error by submitting a written request that credibly shows the error. If you believe that your personal information is being used for a purpose other than that which was intended when submitted, you may contact us. In all cases, we will take reasonable steps to verify your identity before granting access or making corrections. Please see the contact information section. 

Cookies 

What is a Cookie? 

A cookie is a small text file, which may include an anonymous unique identifier, that is sent to your browser from a web site's computers and may either be used only during the time that you browse the County web site (a "session" cookie) or it may be stored on your computer's hard drive (a "persistent" cookie). If your browser software is set to allow cookies, a web site can send its own cookie to you. 

Why are Cookies Used on Web Sites? 

Cookies may contain information about the pages you viewed when you visited a web site. They may also be used to customize (personalize) your browsing experience or allow other automated features.  

Cookies may also be stored on your computer so that you can be recognized by a web site on subsequent visits. They can be read by the web site that set them whenever you enter the web site. They are often used on web sites that require you to log in to save you from entering all of your login information every time you visit their web site. They may store information on your unique identifier and the areas of the web site you have visited before. These cookies are stored on your computer's hard drive after you have completed your web site visit and consequently are often referred to as "persistent" cookies. 

Choices about Cookies 

You can configure your browser to accept all cookies, reject all cookies, or notify you when a cookie is set. Each browser is different, so check the "Help" menu of your browser to learn how to change your cookie preferences.

San Luis Obispo County Practices Regarding Cookies 

San Luis Obispo County may use session or persistent cookies. 

Security 

The County has taken several steps to safeguard the integrity of its telecommunications and computing infrastructure. Security measures have been integrated into the design, implementation, and day-to-day practices of the entire operating environment as part of its continuing commitment to risk management. 

This information should not be construed in any way as giving business, legal, or other advice; neither should it be construed as warranting as fail-proof the security of information provided through County web sites. 

Disclaimer 

The San Luis Obispo County web site has links to other web sites. These may include links to web sites operated by other government agencies, nonprofit organizations and private businesses. When you link to another site, you are no longer on the San Luis Obispo County web site and this Privacy Policy will not apply. When you link to another web site, you are subject to the privacy and other policies of the other web site. 

San Luis Obispo County Contact Information 

To offer comments about San Luis Obispo County web sites, or to comment about the information presented in this Privacy Policy, please use our feedback form by clicking the "Contact Us" link that appears on most pages. 

Acceptable Use Policy 

Access to and use of the San Luis Obispo County World Wide Web site is provided subject to these terms and conditions. PLEASE READ THESE TERMS CAREFULLY AS USE OF THIS SITE CONSTITUTES ACCEPTANCE OF THESE TERMS AND CONDITIONS. 

Choice of Law 

Construction of the disclaimers above and resolution of disputes thereof are governed by the applicable federal and California laws and the ordinances and policies of the County of San Luis Obispo and shall apply to all uses of this data and this system. By use of this system and any data contained therein, the user agrees that use shall conform to all applicable laws and regulations and user shall not violate the rights of any third parties. 

Copyright 

This material is for the noncommercial use of the general public. The Fair Use guidelines of the U.S. copyright statutes apply to all material on the San Luis Obispo County web site and linked agency Web pages. The County of San Luis Obispo shall remain the sole and exclusive owner of all rights, title and interest in and to all specifically copyrighted information created and posted for inclusion in this system. Photographs and graphics on the San Luis Obispo County web site are the property of the County of San Luis Obispo, unless specifically stated otherwise. For copy or use of information on the County of San Luis Obispo website that is outside of the Fair Use provisions of copyright law, or if you have any questions on using material on the County of San Luis Obispo web pages, please Email the Webmaster. If permission to reproduce or redistribute is granted, the following statement shall be included on all reproduced information: "Reproduced with permission from the County of San Luis Obispo, California." 

ACCESSIBILITY AND ACCURACY

San Luis Obispo County will make reasonable efforts to include accurate and up-to-date information available to all users.  However, neither San Luis Obispo County, nor any department, officer, or employee of the County, warrants the accuracy, reliability, or timeliness of any information published by this system, nor endorses any content, viewpoints, products, or services linked from this system, and shall not be held liable for any losses caused by reliance on the accuracy, reliability, or timeliness of such information. Portions of such information may be incorrect or not current.  Any person or entity that relies on any information obtained from this system does so at his/her own risk. San Luis Obispo County shall not be liable for any direct, incidental, consequential, indirect, or punitive damages arising out of access to, use of or inability to use this website, or any errors or omissions in the content thereof.

Attachment C: AER001 - EFS/SAP VENDOR ADD/CHANGE RECORD LAYOUT

      ******************************************************************

      * AER001 - EFS/SAP VENDOR ADD/CHANGE RECORD LAYOUT               *

      *                                                                *

      * RECORD LENGTH = 607                                            *

      *                                                                *

      * Change history:                                                *

      *  Lvl Date     By  Description                                  *

      *  001 04/27/04 U64 NEW: ORIGINAL DEVELOPMENT.                   *

      *  003 04/28/04 U64 MOD: MINOR MODS PER DSS & DARTI.             *

      *  004 04/30/04 U64 MOD: MORE MODS PER DARTI.                    *

      *  005 05/28/04 U64 MOD: PER MEETING W/ AUDITOR, EFS REPS.       *

      *                                                                *

      * USED BY:   *** PLEASE UPDATE AS NEW INTERFACES ARE ADDED ***   *

      *    JE - FAMILY SUPPORT SYSTEM (MAINFRAME COBOL)                *

      *    JB - DA BAD CHECKS SYSTEM (MAINFRAME COBOL)                 *

      *    LQ - PROBATION COLLECTIONS SYSTEM (PC COBOL/DIALOG)         *

      *                                                                *

      *                                                                *

      * Notes:                                                         *

      *    Always send an Add (A), followed by a Change (C), for       *

      *    each vendor with a claim transaction in the batch.          *

      *    (Exception: Tax system will send Adds only.)                *

      *                                                                *

      *    Delimiter is TAB character:                                 *

      *        EBCDIC X(01) VALUE X'05'.                               *

      *        ASCII  X(01) VALUE X'09'.                               *

      *    Blank fields must contain spaces.                           *

      *    Delimiters are required even for blank fields.              *

      *                                                                *

      *    VAC-VENDOR-NUMBER and VAC-NAME-1 are required, along with   *

      *    the fields discussed below, except where noted as           *

      *    "optional".                                                 *

      *                                                                *

      *    Set Company Code = SLCO.                                    *

      *                                                                *

      *    All name and address fields must be UPPER CASE.             *

      *                                                                *

      *    VAC-NAME-1 is the payee name on the check.                  *

      *                                                                *

      *    VAC-NAME-2 may be used for in-care-of data, ATTN,           *

      *    department name, mailstop, etc.                             *

      *                                                                *

      *    House number/street name OR PO Box data                     *

      *    must be filled in.  Do not supply both.                     *

      *                                                                *

      *    VAC-STREET:  Delivery address in first 30 characters.       *

      *    Last 30 bytes must contain spaces.                          *

      *                                                                *

      *    House number and street name can be combined and placed     *

      *    in VAC-STREET.  In that case, leave VAC-HOUSE-NUMBER blank. *

      *                                                                *

      *    If you cannot identify house number,  put                   *

      *    the full address line in the name field.                    *

      *                                                                *

      *    If you supply PO Box data,  do not supply                   *

      *    the 'PO BOX' literal.  Only the number.                     *

      *                                                                *

      *    State code is required where country = US.                  *

      *    It is optional for foreign vendors.                         *

      *                                                                *

      *    Either the address Zip Code or the PO Box Zip Code must be  *

      *    supplied; format is NNNNN or NNNNN-NNNN including the dash. *

      *                                                                *

      *    SSN is optional.  Format nnn-nn-nnnn if supplied.           *

      *                                                                *

      *    Tax Id is optional.  Format nn-nnnnnnn if supplied.         *

      *                                                                *

      *    Sort Key = AP                                               *

      *                                                                *

      *    Payment Terms = Z000                                        *

      *                                                                *

      *    Check Double = X                                            *

      *                                                                *

      *    Payment Methods = C                                         *

      *                                                                *

      *    Individual Payment is normally a space, which will cause    *

      *    checks to be consolidated vendor number.  Enter 'X' to      *

      *    print one check per vendor payment transaction (per 31).    *

      *                                                                *

      ******************************************************************

1     *    EFS-VENDOR-ADD-CHANGE-RECORD.

1          05  VAC-ACTION-CODE             PIC X(01).

2     * POSSIBLE VALUES: A = ADD

2     *                  C = CHANGE

2          05  VAC-DELIMITER-1             PIC X(01)  VALUE X'05'.

3          05  VAC-VENDOR-NUMBER           PIC X(16).

19         05  VAC-DELIMITER-2             PIC X(01)  VALUE X'05'.

20         05  VAC-COMPANY-CODE            PIC X(04)  VALUE 'SLCO'.

24         05  VAC-DELIMITER-3             PIC X(01)  VALUE X'05'.

25         05  VAC-ACCOUNT-GROUP           PIC X(04).

29    *            JE: FAMILY SUPPORT         = Z900

29    *            JB: DA BAD CHECK           = Z901

29    *                CMSP                   = Z902

29    *                ELECTION WORKERS       = Z903

29    *            LQ: PROBATION COLLECTIONS  = Z904

29    *                PROPERTY TAXES         = Z905

29    *            WN: GAIN MILEAGE           = Z906

29         05  VAC-DELIMITER-4             PIC X(01)  VALUE X'05'.

30         05  VAC-NAME-1                  PIC X(35).

65         05  VAC-DELIMITER-5             PIC X(01)  VALUE X'05'.

66         05  VAC-NAME-2                  PIC X(35).

101        05  VAC-DELIMITER-6             PIC X(01)  VALUE X'05'.

102        05  VAC-HOUSE-NUMBER            PIC X(10).

112        05  VAC-DELIMITER-7             PIC X(01)  VALUE X'05'.

113        05  VAC-STREET.

113            10  VAC-STREET-TEXT         PIC X(30).

143            10  VAC-STREET-SPACES       PIC X(30).

173        05  VAC-DELIMITER-8             PIC X(01)  VALUE X'05'.

174        05  VAC-CITY                    PIC X(40).

214        05  VAC-DELIMITER-9             PIC X(01)  VALUE X'05'.

215        05  VAC-STATE                   PIC X(02).

217        05  VAC-DELIMITER-10            PIC X(01)  VALUE X'05'.

218        05  VAC-ZIP-CODE                PIC X(10).

228        05  VAC-DELIMITER-11            PIC X(01)  VALUE X'05'.

229        05  VAC-COUNTRY                 PIC X(03)  VALUE 'US '.

232            88  VAC-COUNTRY-UNITED-STATES   VALUE 'US '.

232        05  VAC-DELIMITER-12            PIC X(01)  VALUE X'05'.

233        05  VAC-PO-BOX                  PIC X(10).

243        05  VAC-DELIMITER-13            PIC X(01)  VALUE X'05'.

244        05  VAC-PO-ZIP-CODE             PIC X(10).

254        05  VAC-DELIMITER-14            PIC X(01)  VALUE X'05'.

255        05  VAC-PO-CITY                 PIC X(40).

295        05  VAC-DELIMITER-15            PIC X(01)  VALUE X'05'.

296        05  VAC-TELEPHONE               PIC X(30).

326        05  VAC-DELIMITER-16            PIC X(01)  VALUE X'05'.

327        05  VAC-EXTENSION               PIC X(10).

337        05  VAC-DELIMITER-17            PIC X(01)  VALUE X'05'.

338        05  VAC-FAX-NUMBER              PIC X(10).

348        05  VAC-DELIMITER-18            PIC X(01)  VALUE X'05'.

349        05  VAC-FAX-EXTENSION           PIC X(10).

359        05  VAC-DELIMITER-19            PIC X(01)  VALUE X'05'.

360        05  VAC-EMAIL-ADDRESS           PIC X(35).

395        05  VAC-DELIMITER-20            PIC X(01)  VALUE X'05'.

396        05  VAC-REMARKS                 PIC X(50).

446        05  VAC-DELIMITER-21            PIC X(01)  VALUE X'05'.

447        05  VAC-SSN.

447            10  VAC-SSN-1-3             PIC X(03).

450            10  VAC-SSN-DASH-1          PIC X(01).

451            10  VAC-SSN-4-5             PIC X(02).

453            10  VAC-SSN-DASH-2          PIC X(01).

454            10  VAC-SSN-6-9             PIC X(04).

458            10  FILLER                  PIC X(05).

463        05  VAC-DELIMITER-22            PIC X(01)  VALUE X'05'.

464        05  VAC-FED-TAX-ID.

464            10  VAC-FED-TAX-ID-1-2      PIC X(02).

466            10  VAC-FED-TAX-ID-DASH     PIC X(01).

467            10  VAC-FED-TAX-ID-3-9      PIC X(07).

474            10  FILLER                  PIC X(01).

475        05  VAC-DELIMITER-23            PIC X(01)  VALUE X'05'.

476        05  VAC-1099-VENDOR             PIC X(10).

486        05  VAC-DELIMITER-24            PIC X(01)  VALUE X'05'.

487        05  VAC-EDD-REPORTABLE          PIC X(04).

491        05  VAC-DELIMITER-25            PIC X(01)  VALUE X'05'.

492        05  VAC-EDD-REPORT-DATE         PIC X(10).

502        05  VAC-DELIMITER-26            PIC X(01)  VALUE X'05'.

503        05  VAC-RECON-ACCOUNT           PIC X(10).

513   *            JE: FAMILY SUPPORT         = 2000001

513   *            JB: DA BAD CHECK           = 2000002

513   *                CMSP                   = 2000003

513   *                ELECTION WORKERS       = 2000004

513   *            LQ: PROBATION COLLECTIONS  = 2000005

513   *                PROPERTY TAXES         = 2000007

513   *            WN: GAIN MILEAGE           = 2000008

513        05  VAC-DELIMITER-27            PIC X(01)  VALUE X'05'.

514        05  VAC-SORT-KEY                PIC X(03)  VALUE 'AP '.

517        05  VAC-DELIMITER-28            PIC X(01)  VALUE X'05'.

518        05  VAC-CASH-GROUP              PIC X(10).

528   *            JE: FAMILY SUPPORT         = VE_CHDSUPP

528   *            JB: DA BAD CHECK           = VE_DABADCK

528   *                CMSP                   = VE_CMSPROG

528   *                ELECTION WORKERS       = VE_ELECTIN

528   *            LQ: PROBATION COLLECTIONS  = VE_PROBATN

528   *                PROPERTY TAXES         = VE_PROPTAX

528   *            WN: GAIN MILEAGE           = VE_CASEDSY

528        05  VAC-DELIMITER-29            PIC X(01)  VALUE X'05'.

529        05  VAC-MINORITY-IND            PIC X(03).

532        05  VAC-DELIMITER-30            PIC X(01)  VALUE X'05'.

533        05  VAC-CERTIFICATION-DATE      PIC X(10).

543        05  VAC-DELIMITER-31            PIC X(01)  VALUE X'05'.

544        05  VAC-TAX-CODE                PIC X(02).

546        05  VAC-DELIMITER-32            PIC X(01)  VALUE X'05'.

547        05  VAC-EXEMPTION-NO            PIC X(10).

557        05  VAC-DELIMITER-33            PIC X(01)  VALUE X'05'.

558        05  VAC-VALID-UNTIL             PIC X(10).

568        05  VAC-DELIMITER-34            PIC X(01)  VALUE X'05'.

569        05  VAC-PREV-ACCOUNT            PIC X(10).

579        05  VAC-DELIMITER-35            PIC X(01)  VALUE X'05'.

580        05  VAC-PAYMENT-TERMS           PIC X(04)  VALUE 'Z000'.

584        05  VAC-DELIMITER-36            PIC X(01)  VALUE X'05'.

585        05  VAC-CHECK-DOUBLE            PIC X(01)  VALUE 'X'.

586        05  VAC-DELIMITER-37            PIC X(01)  VALUE X'05'.

587        05  VAC-CHECK-CASH-TIME         PIC X(03).

590        05  VAC-DELIMITER-38            PIC X(01)  VALUE X'05'.

591        05  VAC-PAYMENT-METHODS         PIC X(10)  VALUE 'C'.

601        05  VAC-DELIMITER-39            PIC X(01)  VALUE X'05'.

602        05  VAC-PAYMENT-BLOCK           PIC X(01).

603        05  VAC-DELIMITER-40            PIC X(01)  VALUE X'05'.

604        05  VAC-INDIVIDUAL-PYMT         PIC X(01)  VALUE SPACE.

605        05  VAC-DELIMITER-41            PIC X(01)  VALUE X'05'.

606        05  VAC-PAYMENT-METHOD-SUPPL    PIC X(02)  VALUE SPACES.
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Attachment D: AER002 - EFS/SAP OUTSIDE VENDOR PAYMENT TRANSACTION (FB01V)

******************************************************************

      * AER002 - EFS/SAP OUTSIDE VENDOR PAYMENT TRANSACTION (FB01V)    *

      *                                                                *

      * Used by interfacing systems to request EFS to write a check to *

      * a vendor.  Must be accompanied by Vendor Add and Change        *

      * transactions, AER001 (exception:  add-only for Tax system).    *

      *                                                                *

      * RECORD LENGTH = 302                                            *

      *                                                                *

      * Change history:                                                *

      *  Lvl Date     By  Description                                  *

      *  001 05/18/04 U64 NEW: ORIGINAL DEVELOPMENT.                   *

      *                                                                *

      * FIELD NOTES:                                                   *

      *    VPT-DOC-DATE        Current Date - MM/DD/YYYY               *

      *    VPT-TYPE            'KR'                                    *

      *    VPT-COMPANY-CODE    'SLCO'                                  *

      *    VPT-POSTING-DATE    Current Date - MM/DD/YYYY               *

      *    VPT-REFERENCE       External Document Reference             *

      *    VPT-HEADER-TEXT     Payor Name or Description               *

      *    VPT-POSTING-KEY     '31'                                    *

      *    VPT-ACCOUNT         External Vendor Number                  *

      *    VPT-AMOUNT          Transaction Amount                      *

      *    VPT-TAX-BASE        1099 portion of Transaction Amount      *

      *    VPT-PAYMENT-TERMS   'Z000'                                  *

      *    VPT-TEXT            External Source (See table below)       *

      *    VPT-POSTING-KEY-2   '40'                                    *

      *    VPT-ACCOUNT-2       SAP G/L or Expense Account              *

      *    VPT-AMOUNT-2        Amount to charge ACCOUNT-2              *

      *    VPT-TAX-CODE        'VE'                                    *

      *    VPT-JURISDICTION    'CASLO0725'                             *

      *    VPT-COST-CENTER     Cost object if Expense Account          *

      *    VPT-ORDER           Cost object if Expense Account          *

      *    VPT-WBS             Cost object if Expense Account          *

      *    VPT-FUND            Fund center                             *

      *    VPT-BUSINESS-AREA   4-digit business area                   *

      *                                                                *

      * TECHNICAL NOTES:                                               *

      *                                                                *

      *    Delimiter is TAB character.                                 *

      *         EBCDIC X(01) VALUE X'05'.                              *

      *         ASCII  X(01) VALUE X'09'.                              *

      *    Blank fields must contain spaces.                           *

      *    Delimiters are required even for blank fields.              *

      *                                                                *

      *    Each transaction contains a credit ("31" in                 *

      *    VPT-POSTING-KEY) and at least one debit ("40" in            *

      *    VPT-POSTING-KEY-2).  The credit portion tells what is to be *

      *    done with the money.  The debit portion tells where the     *

      *    money comes from.                                           *

      *                                                                *

      *    A transaction set can contain from 1 to n records.          *

      *                                                                *

      *    Record 1 (the header and first line item) must have all of  *

      *    the fields.                                                 *

      *                                                                *

      *    Subsequent records contain additional line items, if there  *

      *    are any.  These records are only required if multiple       *

      *    accounts are being debited, and only contain data from      *

      *    POSTING-KEY-2 downward.                                     *

      *                                                                *

      *    A Cost center, Order or WBS must be supplied for an Expense *

      *    Account (begins with 5).  Only one of these fields can      *

      *    entered.                                                    *

      *                                                                *

      *    SAP G/L or Expense Account will have to be set for each     *

      *    application by accounting staff in the user departments     *

      *    once the chart of accounts is released.                     *

      *                                                                *

      *    When the 40 side of a transaction contains a debit to an    *

      *    expense account, fund center is not required.  However,     *

      *    when the debit is from a trust fund, no expense account is  *

      *    used, and the fund is required.                             *

      *                                                                *

      *    In both cases, a business area is required.  The business   *

      *    area is the first three digits of the cost center plus a    *

      *    zero.  Eg, if the cost center is 1170100000 then the        *

      *    business area is 1170.                                      *

      *                                                                *

      *    External Source Table (VPT-TEXT):                           *

      *         DA BAD CHECK                                           *

      *         COUNTY MEDICAL SERVICES PROGRAM                        *

      *         ELECTIONS                                              *

      *         PROBATION                                              *

      *         PROPERTY TAX                                           *

      *         CASE DATA SYSTEMS                                      *

      *                                                                *

      ******************************************************************

1     *    VENDOR-PAYMENT-TRANSACTION.

1          05  VPT-DOC-DATE            PIC X(10).

11         05  VPT-DELIMITER-1         PIC X(01)  VALUE X'05'.

12         05  VPT-TYPE                PIC X(02)  VALUE 'KR'.

14         05  VPT-DELIMITER-2         PIC X(01)  VALUE X'05'.

15         05  VPT-COMPANY-CODE        PIC X(04)  VALUE 'SLCO'.

19         05  VPT-DELIMITER-3         PIC X(01)  VALUE X'05'.

20         05  VPT-POSTING-DATE        PIC X(10).

30         05  VPT-DELIMITER-4         PIC X(01)  VALUE X'05'.

31         05  VPT-REFERENCE           PIC X(16).

47         05  VPT-DELIMITER-5         PIC X(01)  VALUE X'05'.

48         05  VPT-HEADER-TEXT         PIC X(25).

73         05  VPT-DELIMITER-6         PIC X(01)  VALUE X'05'.

74         05  VPT-POSTING-KEY         PIC X(02)  VALUE '31'.

76         05  VPT-DELIMITER-7         PIC X(01)  VALUE X'05'.

77         05  VPT-ACCOUNT             PIC X(17).

94         05  VPT-DELIMITER-8         PIC X(01)  VALUE X'05'.

95         05  VPT-AMOUNT              PIC -(11)9.99.

110        05  VPT-DELIMITER-9         PIC X(01)  VALUE X'05'.

111        05  VPT-TAX-BASE            PIC -(11)9.99.

126        05  VPT-DELIMITER-10        PIC X(01)  VALUE X'05'.

127        05  VPT-PAYMENT-TERMS       PIC X(04)  VALUE 'Z000'.

131        05  VPT-DELIMITER-11        PIC X(01)  VALUE X'05'.

132        05  VPT-TEXT                PIC X(50).

182        05  VPT-DELIMITER-12        PIC X(01)  VALUE X'05'.

183        05  VPT-POSTING-KEY-2       PIC X(02)  VALUE '40'.

185        05  VPT-DELIMITER-13        PIC X(01)  VALUE X'05'.

186        05  VPT-ACCOUNT-2           PIC X(17).

203        05  VPT-DELIMITER-14        PIC X(01)  VALUE X'05'.

204        05  VPT-AMOUNT-2            PIC -(11)9.99.

219        05  VPT-DELIMITER-15        PIC X(01)  VALUE X'05'.

220        05  VPT-TAX-CODE            PIC X(02)  VALUE 'VE'.

222        05  VPT-DELIMITER-16        PIC X(01)  VALUE X'05'.

223        05  VPT-JURISDICTION        PIC X(15)  VALUE 'CASLO0725'.

238        05  VPT-DELIMITER-17        PIC X(01)  VALUE X'05'.

239        05  VPT-COST-CENTER         PIC X(10).

249        05  VPT-DELIMITER-18        PIC X(01)  VALUE X'05'.

250        05  VPT-ORDER               PIC X(12).

262        05  VPT-DELIMITER-19        PIC X(01)  VALUE X'05'.

263        05  VPT-WBS                 PIC X(24).

287        05  VPT-DELIMITER-20        PIC X(01)  VALUE X'05'.

288        05  VPT-FUND                PIC X(10).

298        05  VPT-DELIMITER-21        PIC X(01)  VALUE X'05'.

299        05  VPT-BUSINESS-AREA       PIC X(04).
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