County of San Luis Obispo           RFP PS-#1159 

Jan 20, 2012
    Page 27
District Attorney Case Management System


Appendix A-1 – General System Requirements
	Item
	Priority

(High,

Med,

Low)
	Title
	Description

	1-1
	
	Standards for all screens

Below are requirements that should apply system-wide

	1-1.1
	High
	Graphical User Interface (GUI)
	System should use a graphical user interface (GUI) to provide a standard, user-friendly appearance. System should include use of windows, menus, scroll bars (only when needed), drop-down menus, dialog boxes, and list boxes (allowing the user to select a code) and buttons (to execute standard functions). 

	Vendor Response:

Vendor Description:



	1-1.2
	High
	Consistent User Interface
	All entry/update/search screens and functions utilize a common look and feel with similar commands.  

	Vendor Response:

Vendor Description:



	1-1.3
	High
	Mouse Optional
	All mouse supported functions and navigation must have alternative keyboard equivalents.

	Vendor Response:

Vendor Description:



	1-1.4
	High
	Easy Exit
	All user interface functions allow the operator to cancel and exit without proceeding.  There should be no functions that, once started, do not allow the user to change his or her mind, and exit gracefully.

	Vendor Response:

Vendor Description:



	1-1.5
	High
	Exit Without Saving?
	All data entry functions protect the user against the situation where a screen of data is lost through the accidental press of a single key.  Once the user has made changes on a screen, any attempt to exit should ask a question such as, "Exit Without Saving?" and offer a chance to resume editing.

	Vendor Response:

Vendor Description:



	1-1.6
	High
	Progress Indicators
	Lengthy processes should give some feedback showing the computer is working as opposed to locked up or waiting for user input.

	Vendor Response:

Vendor Description:



	1-1.7
	High
	Simultaneous Updating
	Allow for record locking functionality to prevent multiple users from updating the same record simultaneously.  If possible, please identify the user who has the record locked for updating.

	Vendor Response:

Vendor Description:



	1-1.8
	High
	Database Constraints
	Provide database constraints to avoid duplicate records, e.g.., entering the same defendant on a case, the same officer, or the same witness. Prompt the user with a descriptive error message.  

	Vendor Response:

Vendor Description:



	1-1.9
	High
	Pick lists
	Provide table-driven pick-lists (list box) of valid values for data elements requiring codes.  The pick-lists shall be updatable by the system administrator, to facilitate data entry and assure accuracy. 

The pick-list should include the code followed by a brief description.  Allow the user to expand the description for lengthy text. 

The list should allow for scrolling if needed and provide a filtering or quick search for a lengthy list. 

	Vendor Response:

Vendor Description:



	1-1.10
	Med
	Edit Masks
	Provide edit masks or similar validation techniques on all date, phone number fields and other appropriate input fields to facilitate data entry and assure accuracy.                              

	Vendor Response:

Vendor Description:



	1-1.11 
	High
	Refreshing
	System will allow data fields to refresh every time data is viewed so that the most current information is presented. 

	Vendor Response:

Vendor Description:



	1-1.12
	High
	Screen response time
	Moving from screen to screen should not take more than one second; from record to record not more than two seconds; look-up of a record with a specific keyed value should not take more than three (3) seconds; recording of a specific keyed screen values should not exceed three (3) seconds.

All DA case related searches should not take more than 3 seconds.  Retrieving justice partner data shall not take more than five (5) seconds.  

	Vendor Response:

Vendor Description:



	1-1.13
	High
	Security Roles
	The system must provide the following security roles and functionality:  

General inquiry access:  (Read only role, including inquiry access to the code lookup table (Code and Translation table) used by Deputy District Attorneys (DDAs), front desk, Investigators and interns.  These roles would replace the current security classes: 

DA1 class – DA Case Inquiry for clerks, Economic Crime Unit staff and attorneys. Includes inquiry to DA Case Notes. 

DA5 class – DA Investigators (also allows inquiry access to             DA case notes.  Allows DA Child Support Service investigators access.)

Discovery Tracking: Ability to log Discovery tracking.  Would replace security class DA6 class granted to the Front desk staff.  See Discovery requirements for more details.

Clerical intake and document preparation: Provides Inquiry, Add, Change, and Delete capability for all case intake and document preparation screens. (Clerk and Clerical Supervisor, similar to DA2 class.)

Victim/Witness staff access: Inquiry, Add, Change and Delete for Victim/Witness functions (see detail required for specific access for Victim/Witness staff). See security class DA4.

Limited Clerk role or Intern role: Provides Inquiry, Add and Change capability to data entry screens.  Does not provide delete capability.  Similar to DA5 class.

Clerical Administration functions: 

Ability to delete an entire Case or a defendant.  Similar to DA9 class.

Ability to add new codes and descriptions. (Clerical Lead/Supervisor Admin role) 

Ability to add, change and delete charges and the Uniform Crime Charging language. See DAC security class.

Juvenile access security: Ability to view juvenile cases. (DAJ security class)

State Reimbursement activity:  Ability to view and modify the State reimbursement summary and activity. (Security class LX3.)

Sheriff Case access:  Provide the ability to view all Sheriff Cases.  The security level is only granted to top management in the DA’s Office. (See security class LS3.)  This security access is only valid with pre-RMS cases (pre May 2005).  Under the Sheriff’s new RMS system, the Sheriff will only publish cases the DA is authorized to view. This level of security must be implemented with the Sheriff’s Inquiry interface for the historical cases.  See Interfaces for more details.

Note: The Sheriff case inquiry will be handled by the CJIS portal and this feature is documented in the Interface section.
The County uses Microsoft Active Directory to authenticate and authorize system users.  The system must be capable of integrating with AD.

	Vendor Response:

Vendor Description:



	1-1.14
	High
	Audit Logs
	Should log all details (Add, Change, Delete and all inquiry access to the data).  Log the date, time, file name (i.e. Case Table), user name, DA Case number and specific record key.  Log the before value and after values for each field changed or modified. 

For inquiry logging, log the search parameters.  For example if a name search is done on ‘Johnson, A’.  Log the last name as ‘Johnson’ and the first name ‘A’.  You do not need to log all records returned.  Only if the user selects a specific record and views details should more information be logged.  Then the record can be logged by the unique key.

For deletes, log the entire record deleted.

	Vendor Response:

Vendor Description:



	1-1.15
	High
	Logging search
	Provide online inquiry to logged records posted in the last year. This shall be available for admin users to search.

	Vendor Response:

Vendor Description:



	1-1.16
	High
	Log searches and 

Filtering
	Ability to search and filter results by Date, User name, key (DA Case Number, person number (Master Name ID (MNID)) or by Table name  (Defendant table, Address table, Officer table, etc)

	Vendor Response:

Vendor Description:



	1-1.17
	High
	Log Archive
	Must automatically archive the log table on a regularly schedule (quarterly or years as needed).  

	Vendor Response:

Vendor Description:



	1-1.18
	High
	Help
	On-line help and/or tutorial feature. 

	Vendor Response:

Vendor Description:



	1-1.19
	Med
	Web Content Accessibility Guidelines 
	Conform to "level A" of the W3C Web Content Accessibility Guidelines (WCAG) for providing access to persons with disabilities (see http://www.w3.org/WAI/Resources/ for further information). 

	Vendor Response:

Vendor Description:



	1-1.20
	High
	DA Case Number Format 
	Formatting of case numbers.  The user may enter an abbreviated case number such as 0910 or 09-10A and the case number will be expanded and formatted correctly. (For example, a 10 digit number is formatted as: 090000010A).  

The DA case number is a system generated number and is automatically provided when a new case is entered.  

	Vendor Response:

Vendor Description:



	1-1.21
	High
	Court Case Number Format
	Allow for the Court prefix (F, M or JV) to be entered followed by the unique case number.  Expand the abbreviated number with leading zeros as needed.  (i.e. M100, is formatted as M000000100)

Note: The AOC Court Case Management system (CCMS V4) uses the following format for court case numbers. The Court case number should be 30 characters to accommodate the fully formatted number.  (It’s possible to only store the system case number which is 16 characters.  The MNID database current tracks case numbers with a length of 25.  This can be expanded, if needed.) 

The information below was provided by Doug Jones, SLO County Superior Court via a contact at the AOC (Sept 25, 2009).  

The CCMS Court case number format should be verified when implementing a new DA CMS as this specification could change.  The first production release of CCMS V4 is schedule to go-line in 2012 at San Diego County.

The AOC Court case number format is structured as XX-YYYY-NNNNNNNN-CT-CC-LOC.

XX  - equals a 2 digit indicator for the County (01 to 58)

YYYY  - equals the year

NNNNNNNN - equals up to an 8 digit sequence number

CT equals Case Type

CC equals Case Category

LOC equals Court Location - this is for Counties with multiple locations. 

These last 3 items above are display items that are appended to the Case Number but are not part of the "key". 

	Vendor Response:

Vendor Description:



	1-1.22
	High
	Pass common key fields from one screen to the next


	The DA Case number and other related keys (MNID, Defendant number, etc.) are automatically passed from one screen to the next as needed and do not have to be re-entered.

	Vendor Response:

Vendor Description:



	1-1.23
	High
	Navigating
	Ability to navigate efficiently through multiple data entry screens.  The current system defines a data entry keying profile (using the F11 function key). 

By pressing F11, the legal clerk can navigate through the data entry screens in the following order to screen in a DA case. 

· Case, 

· Defendant, 

· Charge, 

· Officer, 

· Victim/Witness and 

· DUI Test Results

The Victim/Witness staff view the DA case screens in a different order.  The following order is used when pressing  F11 or by pressing enter to page through the DA case for the Victim/Witness staff: 

· Case,

· Case Notes 

· Officer list and scheduled events 

· Witness list and scheduled events

· Defendant list and current Charges,  

· Defendant detail and DUI results, 

· Defendant Action summary

· Defendant Charge detail (charge history)

· Defendant Schedule Events (Court hearings)

(The F10 function allows the clerk to go backwards in the above list.)  Implement a similar one click approach to navigate through the data entry screens in the above order.  The user shall have the ability to navigate forward and backwards through the above order of screens or forms.  

Also provide the ability to navigate to any of the data entry screens as needed.  Currently all screens are available as an option on each data entry screen.  Implement tabs (or a button) to allow the clerks to choose the next screen to display. The tabs shall allow the user a ‘one-click’ approach to navigate in the system. 

Prefer a ‘next’ button (and previous button) is also provided to navigate the user to the next screen (depending on the users role).  This would replace the F11 and F10 function.

	Vendor Response:

Vendor Description:



	1-1.24
	High
	System availability
	Ability to lock the system in the following states: 

1)  Inquiry only mode (no printing)

2)  Inquiry and print only mode

3)  System lock – no access allowed
Systems locks can only be set by Admin users or GSA-IT staff supporting the software.

When a lock is set, require a comment, and an estimate time for when the system will return (set to) a normal status. Log the user setting the lock and date and time. 

When a user is restricted due to a lock, display an informative message as to why the lock was set, by whom and when normal operation is estimated to be returned.  Include a message they may contact their supervisor for further information.  Instruct a supervisor to contact Technical Support (at 788-2800) or via email IT_Tech_Support@co.slo.ca.us if they need assistance.

	Vendor Response:

Vendor Description:



	1-1.25
	High
	Business continuity
	In the event of a catastrophic system or infrastructure failure, the data must be capable of being persisted to off-site storage for business continuity purposes.

The system must be capable of being restored to operation within the maximum system downtime allowed.

	Vendor Response:

Vendor Description:



	1-1.26
	High
	Database and System errors/ logging and alerts
	Log all problems (software crashes and database errors) and include the problem module (object name, method and any parameters passed).  Log the user name, date and DA Case number and any other relevant keys. 

Display a message to the user to alert them a problem has occurred and to contact Technical Support for assistance (at 788-2800) or if the software provides vendor support (without support fees), supply the contact phone number for technical support and assistance. 

Use a lookup table to obtain email routing and phone numbers so these may be modified and changed as needed.

Send an email alert to IT_Tech_Support and the software team supporting this application.  Include the above information in the email.

Provide capability for IT Application support staff to view and search the log as needed.

	Vendor Response:

Vendor Description:



	1-1.27
	High
	Sign-on Name visual verification
	Each screen shall identify the user signed on by sign-on name and include the full name.  This will assist with providing accountability to help secure the data and possible screen prints produced.  The name should appear in a standard placement (e.g. top right hand corner of each screen) on all screens.

	Vendor Response:

Vendor Description:



	1-1.28
	High
	Populate and validate zip codes
	For all screens that capture an address, check if a zip code is entered.  If no zip code is supplied, do a lookup to determine the zip code.

A common zip code lookup module should be supplied which can look up and determine zip codes, including common special district zip codes local to San Luis Obispo County.  Example of these are:

Cal Poly – 93407

Cuesta College – 93405

San Luis Obispo County Government Center (County Government Center)  - 93408

CA Men’s Colony (or CMC) – 93409

Atascadero State Hospital (or ASH) - 93423

Allow the user to enter the above (either using the full name or the abbreviated name) anywhere in the address lines and the city.  A lookup is done to retrieve the correct zip code.

If the address in local, find the zip code and the plus 4 value.  The 9 digit zip code shall be supplied for all valid addresses, when available. 

If the zip code is provided, validate the 5 or 9 digit zip code. If the zip code is not valid, warn the user and allow them to accept the zip code entered. (Often the zip code file is not current with new zip codes.) 

	Vendor Response:

Vendor Description:



	1-1.29
	High
	Address City lookup
	Any time an address is entered, allow the user to specify a 2 digit city code.  The address city will be expanded as follows: 

AB - AVILA BEACH                

AG - ARROYO GRANDE              

AT - ATASCADERO                 

BA - BAKERSFIELD                

CA - CAMBRIA                    

CR - CRESTON                    

CY - CAYUCOS                    

GB - GROVER BEACH               

LA - LOS ANGELES                

LM - LOMPOC                     

LO - LOS OSOS                   

MB - MORRO BAY                  

MI  - SAN MIGUEL                 

NI  - NIPOMO 

OC - OCEANO             

PB - PISMO BEACH        

PR - PASO ROBLES        

SA - SANTA MARIA        

SB - SANTA BARBARA      

SF - SAN FRANCISCO

SH – SHELL BEACH      

SL - SAN LUIS OBISPO    

SM - SANTA MARGARITA    

SN - SHANDON            

SS - SAN SIMEON         

TE - TEMPLETON          

VA -  VANDENBRG AFB      

See translation code (Record Type = M28) 

Provide capability for system administrators (clerical supervisors) to add new city codes as needed.                 

	Vendor Response:

Vendor Description:



	1-1.30
	Med


	Address data entry assistance
	For all addresses, allow the user to enter the street address and the 5 digit zip code.  A lookup is done to determine the City and State and populated automatically, saving on data entry key strokes.

Additionally, the user should be able to select the relevant address type for the address entry. Examples of address types include “permanent”, “school”, and “mailing”.

	Vendor Response:

Vendor Description:




	1-2
	
	System and Administrative Functions

	1-2.1
	High
	Maintain System Codes
	Ability to setup new codes (i.e. DA Case Types) when needed.  

Authorized access for adding and changing is allowed for the DA Administrator role.  Delete is only allowed on the same day the code is added.  Otherwise the code must be inactivated.

See attachment 2 for an example of one of the many code control lists.

	Vendor Response:

Vendor Description:



	1-2.2
	High
	Inquiry/Print System Codes
	Ability to view or print a list of valid codes by type. Ability to search within the list to locate a code.  Provide capability to sort the code list by code or by description.  

See attachment 2a

When viewing the Officer ID list, allow the user to filter the results by agency code.  Default to sort the officer ID’s by agency code, officer last name, first name.  Also allow an officer search without providing an Agency code.

See attachment 2c.

Allow the user to also sort the by officer ID number.

See attachment 2d

Allow clerk to view inactive codes.  Default view to not list inactive codes.

	Vendor Response:

Vendor Description:



	1-2.3
	High
	System codes Descriptions (abbreviated description and user defined fields)
	Ability to have a full description or a short /abbreviated description.

Ability to have at least 3 fields available for the user to define as needed.  The filed definitions shall be applied and active for only a given record type.  This will allow the user defined fields to differ for each record type. (See Record Type A01 (Agency codes) and A08 (Agency addresses) for an example.)   

See attachment 2b

	Vendor Response:

Vendor Description:



	1-2.4
	High
	System codes
	Ability to have a Translated code value.  (i.e. A race code of W (white) can contain a translated value of ‘C’ for Caucasian.)  This is helpful when sharing data with other agencies that require a different code value.  The DA shall use the standard DOJ codes (White (W), Chinese (C), etc.).  The Sheriff’s Office uses ‘C’ for Caucasian but these can be translated to ‘W’ when the DA imports data from the Sheriff’s system.  

	Vendor Response:

Vendor Description:



	1-2.5
	High
	Inactivate codes
	Ability to inactive codes in the translation file.  If a code is inactivated it will remain on the list so older cases with this value can continue to reference the code and translation the description.  

When new records are added, all fields validated must select active codes.  Any inactive codes entered, shall cause a validation error.  

If an old record is modified and the record contains inactive codes, do not flag as an error.  The code was valid at the time the record was added and shall remain as is unless the user wished to modify the field.

	Vendor Response:

Vendor Description:



	1-2.6
	High
	Logging and tracking
	Track and log the user who last modified the code and the effective date and display this information when maintaining the code list. 

Log the date, time, user and reason why the code is inactivated.

	Vendor Response:

Vendor Description:



	1-2.7
	High
	Automatically reset the DA Case number
	Automatically reset the DA case number suffix to one (1) at the start of each calendar year.  The DA case prefix should also be set to the year (i.e. 12, if the year is 2012. The DA case number assigned to the first case of the year would be 120000001. )

 

	Vendor Response:

Vendor Description:



	1-3
	
	
	General Requirements

	1.3.1
	
	High
	Electronic Document management
	Provide ability to store and view all electronic documents created in the system.  

Provide the ability for forms (Word documents, PDFs, etc.) created outside the system to be saved, scanned or imported into the DA case for viewing and retrieval. 

All saved electronic documents must be easily viewable to staff when searching the system and viewing a case.  Provide a summary list of documents generated for a case and allow the user to select a document and view it electronically.   

	Vendor Response:

Vendor Description:

	1.3.2
	
	High
	Security for electronic documents
	Provide the ability to mark documents as confidential. Documents with a confidential indicator will only be viewable to staff granted ‘confidential access’.

	Vendor Response:

Vendor Description:

	1.3.3
	High
	High
	Archiving documents
	Provide for an automated process to archive documents for closed cases after 6 months for misdemeanor cases and after 5 years for felony cases.

Allow an admin user to override the archive default on a case by case basis. 

	Vendor Response:

Vendor Description:

	1.3.4
	High
	High
	Document compatibility
	Documents created by the system must be compatible with Microsoft Office 2007+. 

	Vendor Response:

Vendor Description:

	1.3.5
	Hi
	High
	Email integration
	IBM Lotus Notes is the standard county email system. Any email integration in the system must be compatible with Lotus Notes.

Note that the County is launching a project to investigate potential Groupware replacements. Candidates may include e-mail and collaboration systems other than Lotus Notes including, but not limited to Microsoft Exchange/Outlook, and cloud solutions from Google, Microsoft or other providers. 

Vendors are requested to comment on their systems adaptability to interoperate with future groupware platforms.

	Vendor Response:

Vendor Description:


	1-4
	
	
	Interfaces
	Data Exchanges, Web Services and Data Conversion

	1-4.1
	
	High
	GJXDM and NEIM standards
	Compatible with the National Exchange Information Model (NEIM) and the Global Justice XML Data Model.  This is a requirement from the DA’s CMS replacement grant. All data exchanges must send xml documents conforming to these standards. 

	Vendor Response:

Vendor Description:

	1-4.2

	
	High
	Exchange standards (NIEM, DES and IEPD standards)
	All Court based exchanges shall utilize the Data Exchange Specifications (DES) published by the Administrative Office of the Court for California. (The DES follows NEIM standards and guidelines.)

For non-DES schemas the NIEM IEPD Clearinghouse shall be searched to determine if an existing exchange has been published.  See http://it.ojp.gov/framesets/iepd-clearinghouse-noClose.htm
If a DES schema has not been published for the exchange, or does not meet the requirements, then the schemas shall be created and agreed to between the responsibly agencies.  GSA-IT staff shall approve and review all schemas and IEPDs. 

Each exchange must have a standard Information Exchange Package Documentation (IEPD).  The data elements (schemas) for each exchange will also be documented in the IEPD.  The agency publishing the exchange shall be responsible for developing and publishing the IEPD.  GSA-IT shall review and approved each IEPD for completeness and accuracy. A sample IEPD can be provided as needed.

The IEPD must include a sample xml document generated from the source application.  Having an actual xml document produced by the source system is crucial for completing unit testing in a timely manner.      

	Vendor Response:

Vendor Description:

	1-4.3
	
	High
	DA Exchange standards and triggering events


	The DA case update exchanges and triggering events must be compliant with NIEM standards.

Exchanges must be event driven and event triggered.  Exchanges may not be transaction based. Only submit bundled changes as they relate to a business practice or event.  For example, an exchange should be triggered when the attorney has reviewed and signed the complaint, information, petition or indictment.  Many case updates take place to move a defendant from the screening process to the filing or complaint process. Only one exchange should be triggered.  Do not trigger an exchange for each new charge added.  If the complaint is amended, then an exchange should be triggered once the attorney has approved or signed the amended document.  

	Vendor Response:

Vendor Description:

	1-4.4
	
	High
	DA and CJIS data sharing (Interface list)
	The various data exchanges (data sharing) are detailed and inventoried in the following spreadsheet.  

See DA Interface Inventory List                               

For each interface or exchange, the following items are defined:

Publishing Agency: The Agency who will initiate or triggers the data exchange.  This agency is also responsible for producing an IEPD.

Subscribing Agency: The agencies who need this information and will process the data received.  These receiving agencies may store the data in their own case management or records systems or may simply provide the information to view and will not store the retrieved data.

Description of the data exchange.

Inbound or Outbound to the CJIS hub:  The Criminal Justice Information System (CJIS) hub is a software solution known as middleware.  The software sends and receives data messages to allow two or more separate systems to share data.  An inbound exchange is where another system sends data to the CJIS hub.  An example is when the Court enters a new Court hearing for a defendant and sends this data to the CJIS hub to process.  An outbound exchange occurs when the CJIS hub sends the data to one or more agency.  (Filing a complaint with the Court is an example of an outbound exchange.)

Event Trigger:  Each exchange must have a method to begin (or trigger) the exchange.  The exchange must be trigger by a business event or process and not transaction based.

There are additional requirements associated with some of the exchanges, these are described below.

	Vendor Response:

Vendor Description:

	1-4.5
	
	High
	Assignment of the MNID
	Identify and match a person to an existing MNID or generate a new MNID for each person added to Master Name Index.  The matching is part of the MNI name rules and is handled automatically when a DA Case is published to the CJIS system (CJIS hub).

This exchange is triggered when the DA adds a new case, adds a new person or changes are made to the person’s identifiers (Name, DOB, Driver’s license, FBI or CII number). The CJIS hub will respond with providing the assigned MNID.  
The DA Case management system must store the MNID provided. 

	Vendor Response:

Vendor Description:

	1-4.6 
	
	High
	Sheriff RMS Import
	Must provide the ability to import a Sheriff’s case (incident report) including all parties (arrestee, suspects and witnesses).  Import name, description, identifiers, alias names, addresses, phone numbers and parent/guardian name and address (for juveniles).

Import the case details, date of offense, offense location, charges, officers and witness and victims. 

Allow the user to review arrestees and suspects and assign a MNID.  

	Vendor Response:

Vendor Description:

	1-4.7
	7
	High
	Sheriff Case exchange: Ability to review imported data 
	Ability to review each person listed in the Incident report and match to the DA’s defendant database.  This allows the DA clerk to establish a history of offenses and reduces the data entry required when processing repeat offenders.

For repeat offenders, allow the clerk to view and do side-by-side comparisons of the following person information:

· Name and identifiers

· Description 

· Alias names

· Addresses

· Phone numbers

In the comparison screens, allow the clerk to determine the most accurate and completed data.  Allow the clerks to accept or deny importing of person descriptions, alias names, address or phone number.  (This is needed as sometimes the data captured by the booking system is sparse or partial information.  Accepting the data as is, would have resulted in loss of data.) 

If the data is accepted continue to maintain description, address and phone number history records. 

	Vendor Response:

Vendor Description:

	1-4.8
	
	High
	External Electronic Documents
	Accept electronic documents from outside sources.

The following documents shall be accepted electronically:

· Requests for Complaints from all local Law Enforcement (including the Sheriff),

· Direct Filings processed by the Court,

· Request for Petitions from Probation or any other source submitting a Juvenile case.

· Proof of Prior response from the Court,

· Toxicology reports

A PDF file shall be stored and made viewable to the DA staff so the complete report can be viewed.  If the above document is also indicated as an exchange, then the data exchange must also follow the agreed format outlined  by the item “DA and CJIS data sharing (Interface list)”  and can include PDF files as part of the data exchanged.

	Vendor Response:

Vendor Description:

	1-4.9
	
	High
	Sheriff Case exchange: Security
	Once the Sheriff case is imported, the exchange must also persist the case to the mainframe LS database.  This is a required feature until the Sheriff’s RMS system is capable of providing a web service or feature to view Sheriff incident reports.  Also this is needed until to support the Court and local justice partners using LS30 and LX01 to view Sheriff’s incident reports.

The exchange shall mark the associated Sheriff’s case as visible for all DA staff to view.  Once the Sheriff case is filed with the Court, then the Sheriff’s case is visible to all justice partners. (The Court will be responsible for ‘marking’ the Sheriff case as filed with the Court.) 

Maintaining this security is needed to continue the Law and Justice transactions used by the Court (LS30), Probation and Law Enforcement agencies (LX01) to function normally and with needed security.  This security feature is part of persisting the data correctly in the LS mainframe database.

A Sheriff case exchange must update the following:

· Update the Sheriff’s Case Summary record (LSCT000) with: the new DA Case number assigned. 

· Update the Sheriff’s case Tracking record (LSCT045) with a Disposition of E-File request for Complaint received by DA  (‘EFILR’), current date and time, Note (‘E-Filed Complaint entered by DA at: 9:30 AM, 09/18/2009).



	Vendor Response:

Vendor Description:

	1-4.10

	
	High
	Court Warrant notices and automatic logging
	The Court Warrant Issuance, recall and execution exchanges shall all the warrant to be logged as follows.  Create a DA Defendant Action record when a Court warrant is issued, executed, rejected, recalled or vacated.  The action date, type of action and bail amount is logged.

These actions are currently determined by the Warrant Disposition code as follows:

If Wrnt_Disp code is null or spaces

Set  LDC010T.Action to ‘WAI’  (Warrant Issued)

When the warrant is executed, log this as an action as follows: Include the bail amount in the action notes.

If Wrnt _Disp code = EXEC

Set  LDC010T.Action to ‘WAE’

Log when a warrant is purged or vacated by the Court, log as follows: 

If Wrnt _Disp code = Purg’ or ‘Vaca’

Set  LDC010T.Action to ‘WAP’

Log when a warrant is recalled:

If Wrnt _Disp code = ‘Recc’

Set  LDC010T.Action to ‘WRC’

If Wrnt _Disp code = ‘Recj’

Set  LDC010T.Action to ‘WRC’

If Wrnt _Disp code = ‘Simu’

Set  LDC010T.Action to ‘WRE’

Capture and format the Bail amount (e.g. Bail amount: $5,000) and set the LDC010T.Note with the formatted bail amount.

	Vendor Response:

Vendor Description:

	1-4.11

	
	High
	DA Case and Person Update data exchange
	There are many events that will trigger a DA case or Person update.  The list below provides an inventory of these scenarios.  Some of these events may become separate exchanges.  This will be determined during the detail design phase for the data exchanges.  For now they are all categorized as a DA case or person update exchange.

Any add, update or delete to the person’s (defendants, victims, witnesses) name, description, aliases, identifiers, addresses, phone number, parent/guardian information (parent and guardian information consists of name, identifiers, address, and phone numbers).  

Sealing a defendant or Case or a Case delete (case submitted in error) 

Deleting a person from the DA case and deleting the person from the DA’s master name database.  

Occasionally two people are erroneously merged.  The system must allow for these two names to be split into two MNIDs. All data contributed by the case and old MNID must be corrected to be listed under the correct (new) MNID.

Adding or modifying Arrest/Warrant/Letter/Citation indicator and date (8715 reporting)

Case changes that impact security (i.e. identifying a case as confidential, or juvenile case)

Producing a subpoena for an officer or witness  

Requesting a warrant from the Court 

Generating an Order to produce (Needed to implement sending electronic notifications.) 

Generating a Proof of prior request to the Court 

Discovery package: notify the defense attorney discovery is ready for pickup. (This may be an alert (email notice).

DUI Results received by and entered into the DA case.



	Vendor Response:

Vendor Description:

	1-4.12
	
	High
	Triggering and bundling Person and DA Case updates
	A Person or Case Update exchange must be triggered for updates to person data (description, alias names, addresses, phone numbers and parent information (parent/guardian name, address and phone numbers). 

These updates must be bundled and may not be transaction based.  So all person description, alias and address changes must be sent as one document.  A person update exchange shall only trigger one exchange document (for a specific person), within 15 minutes.  

A person update exchange must be associated to a DA case.

	Vendor Response:

Vendor Description:

	1-4.13
	
	High
	View a DA Case via the CJIS portal
	Must provide the ability for non-DA staff to view DA case information.  A common Criminal Justice Information System (CJIS) portal is available and ability to query and view a DA case must be provided to this in-house developed portal.

(Prefer to implement this feature using a web service.) 

Security to protect juvenile case and DA case notes must also be supported.  See Security section under the Standard screen features for more details.

	Vendor Response:

Vendor Description:

	1-4.14
	
	Med or High
	View a Court Case via the CJIS portal
	Must provide the ability to view Court case detail information.  A common Criminal Justice Information System (CJIS) portal is available and ability to query and view a Court case must be provided to this in-house developed portal.

Must provide an interface to view Court Case details information.  Court case detail inquiry is defined as:

· Court case Summary information (See LD/LS Database Requirements LSCT037 for a list of data elements.)

· List of Defendant, description (name, DOB, sex, race, ID number and MNID), Status and Defense Attorney

· List of Charges for each defendant (Include the initial plea and final plan and date)

· List of Warrants

· Court hearing scheduled 

· Sentence records

· Court Docket entries

Must provide the ability to specify and filter specific information on the following:

· List of all Court Docket entries for a defendant within a Case. (The Court Case number and defendant number will be provided.)

· List all Court hearings for a defendant within a Case.

· List all Sentence records for a defendant within a Case.

	Vendor Response:

Vendor Description:

	1-4.15
	
	VERY HIGH
	View and Print Court Calendars
	Must provide an interface to obtain Court calendar information. Currently the DA can create Court Calendars via LD or LS30.  The CJIS portal should be expanded to allow Court calendars to be requested and PDF files saved for others to view and print. Typically a daily calendar listing all courtrooms is used and needed by many justice partners.  Rather than have each user request their own daily calendar, save the first daily request (as a pdf) and allow others to view and print as needed.  The calendar request screen shall display a list of daily calendars already created or allow the user to create a calendar when needed.  The daily pdf files will be purged each day.  The 5 day calendar, 10 day calendar and 3 month calendars will not be purged until they have expired.  A Report Create date and time shall be displayed for the calendars so a user can determine if a refreshed calendar is needed. The calendar date range and type of calendar shall also be displayed.  Allow the user to mark a calendar and request a refresh.  This will delete the old pdf file and replace it with the refreshed report. 

The DA’s staff can continue to use LS30 to print and view Court calendars until the Court migrates to their new state provided Court Case Management System (CCMS V4).  The above requirement was documented for future planning.  

Must provide ability to view the calendar or to print a calendar report.  The following views and filters are needed:

· Court events of all Courtrooms for a given date range.  (Allow up to a 2 week date range, or a specific day.) 

· Allow for a specific time or a time range to be entered. Allow for the user to entered or click ‘morning” or Afternoon’ to obtain the morning calendar (8:00 to 12:00 PM) or afternoon (12:00 PM to 5:00 PM).

· Allow the list to be filtered by DDA, Interpreter, Defense Attorney, a specific Courtroom, by time and/or by Type of Hearing.

· Include the ability to generate juvenile calendars for those with the proper security.  Juvenile calendars may only be viewed and printed by authorized users.

	Vendor Response:

Vendor Description:

	1-4.16
	
	HIGH
	Ability to print various Court calendars and reports
	Ability to print various styles of the Court calendars.  Must provide the following calendars and reports:

· Calendar in defendant name (alpha) order

· Standard Court calendar by date, Courtroom

· Prelim Calendar

· Trial calendar

· Future Trials (3 months)

· Future prelims (3 months)

· Print a docket for a Court case

· PC2960 calendar 

· Print a repeater report

· In-custody transportation calendar (used by the Economic Crime unit)

See attachment 57 

	Vendor Response:

Vendor Description:

	1-4.17
	
	HIGH
	Charges and Bail schedule updates (addition, updates and deletes) exchange 
	Currently the Court and DA share the Charge translation file.  So when the Court adds, modifies or deletes a charge, the updated information is available to the DA.

Continue to share and provide automatic updates to the DA when the Court adds, updates or deletes charges in the translation table (Record-Type =CCD) or in the Bail Schedule.

This is a two-way exchange, where updates can occur from the Court or DA staff and should be exchanged to each other.  Both agencies can publish the exchange and both agencies will subscribe to each other’s data exchange.

If a charge is deleted, send an exchange and also an email alert.  Indicate the Charge and Charge Title and the user who deleted the charge. 

See attachment 62 for a sample email notifications.

	Vendor Response:

Vendor Description:

	1-4.18
	
	HIGH
	Establish Court and DA case relation for direct filings
	When the DA imports a Court case or associates a DA case with a Court case number, trigger an exchange.  This can be handled as a response for when the DA imports a Court direct filing. 

If the Court’s is utilizing the County mainframe LS system, the exchange shall update the Court case Summary table (LSCT037) with the assigned DA Case number.

	Vendor Response:

Vendor Description:

	1-5
	
	
	Data Conversion Requirements

	1-5.1
	
	HIGH
	LD database 
	All data in the LD tables shall be converted.  These cases date from 1982 to present.  For a list of data elements, see the LD/LS Table Definitions spreadsheet. 

LD Tables to convert:

1. LDC001 DA Case Summary                                    

2. LDC002 DA Case Notes                                      

3. LDC003 DA Case Witness/Victim Name and Address            

4. LDC004 DA Subpoena Information/Confirmation               

5. LDC005 DA Subpoena Notes                                  

6. LDC006 DA Case Person Relation (defendants and juveniles)  

7. LDC007 Defendant DUI Test Results                         

8. LDC008 Defendant Felony Sentence                          

9. LDC009 Juvenile Disposition                               

10. LDC010 Defendant Case Action Summary            

11. LDC011 Juvenile Name and Description            

12. LDC012 Juvenile Parent Name and Address         

13. LDC013 Juvenile Alias Name                      

14. LDC014 PROMIS Defendant Name/Address/Description

15. LDC015 PROMIS Defendant Sentence                

16. LDC016 Case Officer Relation table              

17. LDC017 Discovery Log Entry table                

18. LDC018 Discovery Description table              

19. LDC019 Discovery Fees History table             

20. LDC020 Discovery Fee Control table              

21. LDC902 Attorney Name/Initials        

22. LDC903 Officer locate data               

23. LDF901 Document Text / Uniform Crime Charging (UCC) Language File 

All LS and LX shared tables identified must be converted:

1. LSCT002 Adult/Business Names and description

2. LSCT009 Adult Alias Names

3. LSCT010 Addresses and Phone numbers

4. LSCT016 Charges (All DA Case records)

5. LSCT018 Court Felony Sentence 

6. LSCT019 Conditions of Probation

7. LSCT020 Historical Addresses

8. LSCT022 Court Defendant Events (hearings) 

9. LSCT035 Court Bail Schedule (valid charges and bail amounts)

10. LSCT036 Court Misdemeanor Sentences

11. LSCT056 Juvenile Dispositions

12. LXC001T State Reimbursement Defendants

13. LXC002T State Reimbursement Activity

14. LXC003T Translation codes and descriptions

Note: As the design will likely change, it’s possible some of the Court lookup tables will remain as Court source tables and may not need to be converted.  The DA inquiry screens and reports will need to be evaluated to determine if web service calls will be sufficient or if the Court data must be stored locally to provide the needed reports, views and inquires.   

Depending on how the Uniform Crime Charging file is designed and implemented, the Court Bail schedule may not be needed and can be replaced by a lookup to the Court’s bail schedule (web service call).  

	Vendor Response:

Vendor Description:

	1-5.2
	
	
	PROMIS Database – Name table
	The current DA system (LD) includes two (2) tables with archive data from the PROMIS system (Prosecutor’s Management Information system).  Most of the PROMIS data was converted to the existing LD tables.  There was some data that did not ‘fit’ or covert to the new LD data structure.  To insure no loss of data during the conversion, some data was move to: 

· PROMIS Names (LDC014T) and 

· PROMIS Sentence (LDC015T) 

The PROMIS data was converted to LD tables in 1991.  The converted data includes DA case information from 1983 through 1991.

Most PROMIS names contained an LS ID and during the conversion the data was validated and matched to the LS name database.  If the PROMIS data did not contain an LS ID, it was stored in the PROMIS Archive Name table (LDC014T).  Or if the name did not validate to the LS name table it was also moved to LDC014T.  This PROMIS name archive table is available for inquiry and delete within the current LD system. 

Delete is allowed to facilitate the merging of a name to a new or existing LS ID number.  Once the ‘PROMIS name’ and case are associated to an LS ID number the PROMIS name can be deleted.  In 1991, all active DA cases were converted to use LS ID numbers.  

The PROMIS ID number is prefixed with ‘X’ or ‘XY’.  

	Vendor Response:

Vendor Description:

	1-5.3
	
	Med
	PROMIS Database – Sentence table
	The PROMIS Sentence data was converted in 1991 to a read only table for DA cases from 1983 through 1991.  

For a list of data elements and table definition, see the tab label ‘PROMIS Sentence - LDC015T’ in the LD database definition attachment. (A brief data analysis is also stored in this file, indicating over 3,000 sentence records on file and a breakdown by attorney.)

The PROMIS Sentence table contains felony, misdemeanor and juvenile dispositions.  Due to their structure these did not convert to the LD Sentence tables and were stored in this PROMIS archive Sentence table (LDC015T).

	Vendor Response:

Vendor Description:


Attachment 2:
Systems Control Codes and Translation file:
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The DA Case Management System shall track and maintain the following Case Types.

Case Type codes and Description:  (See Translation Code: N10)

AA                       AGGRAVATED ASSAULT - PC245, PC246, MAYHEM         

AB                       ASSAULT AND BATTERY - PC240, PC242                

AR                       ARSON                                             

AT                       AUTO THEFT                                        

BU                       BURGLARY - PC459                                  

CA                       CHILD ABUSE                                       

CE                       CHILD ENDANGERMENT                                

CM                       CHILD MOLEST - PC288(A) AND PC288(B)              

CR                       CRIMINAL                                          

CT                       CONTEMPT OF COURT - PC166.4                       

DF                       FELONIOUS DRIVING - PC191.5, PC192, VC23153       

DI                        DUI (INJURY) - VC23152(A), VC23152(B) & VC23175   

DM                      MISDEMEANOR DUI WITH INJURY                       

DP                       DISORDERLY COND/DISTURBING THE PEACE  PC647(F),415

DR                       DRUGS                                             

DU                       DUI (NONINJURY) - VC23152(A), VC23152(B) & VC23175

DV                       DOMESTIC VIOLENCE - PC273.5  

EA                       ELDER ABUSE                        

FF                       FELONY OTHER                           

FO                       FORGERY                                

FS                       FAMILY SUPPORT DIVISION                

GT                       GRAND THEFT                            

HO                      HOMICIDE                               

MD                      PC2960 MENTALLY DISORDERED             

MH                      MENTAL HEALTH                          

MM                      MISDEMEANOR OTHER - E.G. PC653M        

NC                       NEGLECTED CHILD - WI300                

NS                       NSF                                    

PT                       PETTY THEFT PC484(A)                   

PV                       PROBATION VIOLATION                    

RA                       RAPE (NOT PC261.5)                     

RE                       RESISTING ARREST                       

RO                      ROBBERY                                

RS                       RECEIVING STOLEN PROPERTY - PC496 

SH                       STATE HOSPITAL                                     

SP                       STATE PRISON (CMC) - PC4500                        

SR                       STATUTORY RAPE                                     

SX                       SEX OFFENSE OTHER -PC647.6, 647B, 314, 288A, 261.5 

TI                         TRANSFER-IN (JUVENILE)                             

VA                       MALICIOUS MISCHIEF (VANDALISM)                     

VC                       TRAFFIC                                            

VM                       VEHICULAR MANSLAUGHTER (PC192)                     

WF                       WELFARE FRAUD                                      

WP                       WEAPONS OFFENSE                                    

XP                       SEXUAL PREDATOR                                    

YA                       YOUTH AUTHORITY     (Inactive)                                    

Attachment 2a

Example of inquiry list of valid codes (list of Agency addresses):
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Attachment 2b

Example of the short translation and the ability to define field 1, field 2 and field 3 for a specific use.
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Attachment 2c

List of Officer ID’s: (Filter the officer list by Agency (SLPD) and search within the list by last name (Dxxxx).  Note that the names in the search results have been redacted.
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Attachment 2d

Also allow the user to sort by Officer ID.  (Sort= C for sort by code.)
Note that the names in the search results have been redacted.
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Attachment 57

List of Court calendars:
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Attachment 62:

A sample E-mail (alert) generated when a charge is inactivated: 

	From:
	Notes Development/CountyofSLO

	To:
	Bobbiexxxxxxx, Conniexxxxxxxxxx, Debbixxxxxxx, 

	Date:
	09/14/2009 09:57 AM

	Subject:
	Inactive Charge: PC647(K)     FROM: Dxxxxxxx     09/14/2009 09:57      






  * * * * * * * * * * THIS IS A SYSTEM GENERATED MESSAGE * * * * * * * * * *   


    INITIATED BY USER: 018 - Dxxxxx xxxxxxx          TRANS: LD90  TERM: DAE0     


------------------------------------------------------------------------------ 


                    * * * * * INACTIVE CHARGE * * * * *                        


                                                                               


Please check the Uniform Crime Charging (UCC) codes for PC647(K).              


                                                                               


This charge was inactivated. Please DELETE this charge and ALL forms           


from the UCC file. You may need to ADD additional UCC text under a             


new code and section number. Check with a filing attorney for help.            








